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W-KPI Monitoring and Improvement Guide Key words: WCDMA, access, handover, call drop, performance analysis, KPI, network optimization Abstract: This document describes how to locate and resolve problems such as access, handover, call drop, and network performance analysis in optimization of WCDMA networks, and provides corresponding analysis processes and solutions.



List of abbreviations and acronyms: Abbreviation



Full Spelling



ALCAP



Access Link Control Application Part



APS



ATM Protection Switching



ATM



Asynchronous Transfer Mode



CAPEX



Capital Expense



CCP



Communication Control Port



CDL



Call Detail Log



CDR



Call Drop Rate



CE



Channel Element



CHR



Call History Record



Cluster Tuning



Cluster Tuning



CN



Core Network



CPICH



Common Pilot Channel



CQI



Channel Quality Indicator



CQT



Call Quality Test



CRNC



Controlling Radio Network Controller



DRD



Directed Retry Decision



DT



Drive Test



E-AGCH



E-DCH Absolute Grant Channel



E-DCH



Enhanced uplink Dedicated Channel



E-RGCH



E-DCH Relative Grant Channel



GBP



Power to meet GBR



GBR



Guaranteed Bit Rate



GPS



Global Positioning System



HSDPA



High Speed Downlink Packet Access



HS-DSCH



High Speed Downlink Shared Channel
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Abbreviation



Full Spelling



HS-SCCH



High Speed Shared Control Channel



HSUPA



High Speed Uplink Packet Access



ICMP



Internet Control Message Protocol



Initial Tuning



Initial Tuning



IOS



Intelligent Optimization System



IP



Internet Protocols



IPoA



Internet Protocols Over ATM



KPI



Key Performance Index



LAN



Local Area Network



MAC



Media Access Control



Max Rate Combining



Max Rate Combining



MBMS



Multimedia Broadcast and Multicast Service



MML



Man Machine Language



MPO



Measurement Power Offset



MSP



Multiplex Section Protection



MTP3B



Message Transfer Part



NCP



NodeB Control Port



NEMU



NodeB Environment Monitor Unit



NIC



Network Interface Card



NMON



NodeB Monitor Unit



NodeB



Node B



NPI



Network Performance Improvement



NPM



Network Performance Monitoring



OCNS



Orthogonal Channel Noise Simulator



OMC



Operation & maintenance Centre



On-Going



On-Going



OPEX



Operation Expense



PCHR



Performance Call History Record



PDP



Packet data protocol



PI



Performance Index



PPP



Point to Point Protocol
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Abbreviation



Full Spelling



PPPoA



PPP over ATM



PPPoE



PPP over Ethernet



PS



Packet-Switched domain



PTM



Point to Multipoint



PVC



Permanent Virtual Connection



QoS



Quality of Service



RAB



Radio Access Bearer



RAM



Random Access Memory



RF



Radio Frequency



RFP



Request for Proposal



RIP



Routing Information Protocol



RNC



Radio Network Controller



RRC



Radio Resource Control



RRU



Radio Remote Unit



RSCP



Received Signal Code Power



RTWP



Received Total Wideband Power



SAAL



Signaling ATM Adaptation Layer



SCCP



Signaling Connection Control Part



Selective Combining



Selective Combining



SNR



Signal to Noise Ratio



Soft Combining



Soft Combining



ST



Statistics Test



System Tuning



System Tuning



TB



Transport Block



TCP



Transfer Control Protocol



UDP



User Datagram Protocol



UE



User Equipment



VCI



Virtual Channel Identifier



VIC



Very Important Cell



VIP



Very Important People



VP



Video Phone
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Abbreviation



Full Spelling



VPI



Virtual Path Identifier



WAN



Wide Area Network



WBS



Work Breakdown Structure
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1



Data Collection



1.1 Overview Data collection is the foundation of KPI monitoring and optimization. Before network optimization, the parameters of the network planning and optimization data should be archived and maintained timely. Meanwhile, the complete operating records should be reserved. As practice proves, standardized data archives can greatly reduce performance harms for human reasons. For network optimization engineers, data files involved in their work mainly include the GENEX Probe drive test file, GENEX Assistant analysis database, GENEX Nastar analysis database, and RAN maintenance console trace file. For data files relevant to the GENEX software, refer to the corresponding user manuals about the GENEX tool. The following in this chapter is a short introduction to the RAN maintenance console trace file. For details, refer to the W-Equipment Room Operations Guide and LMT Help File.



1.2 Real-Time Status Monitoring Functions of the RNC The RNC provides the following functions of real-time system status monitoring: l



Interface tracing



l



Location tracing



l



CPU/DSP occupation rate monitoring



l



Connection performance monitoring



l



Cell performance monitoring



l



Link performance monitoring



1.3 Message Tracing Functions of the RNC The RNC provides various functions of message tracing, consisting of:
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l



Tracing of standard interface messages



l



Tracing of transport layer protocol messages



l



Call tracing



l



Tracing of neighbor cell missing
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l



Cell message tracing



l



Tracing of messages sent and received between internal modules of the system



l



Tracing of redirected serial port messages



l



IP tracing



l



CDT tracing



l



CellDT message tracing



l



Location message tracing



1.4 Connection Performance Monitoring Function of the RNC The connection performance monitoring function provided by the RNC can monitor the following state of each communication connection: The connection performance monitoring function provided by the RNC can monitor the following status of each communication connection: l



Cell signal to noise ratio (SNR) and received signal code power



l



Measured value of the uplink radio link set signal-to-interference ratio



l



Enhanced function of the outer loop power control



l



Measured value of signal-to-interference deviation of the uplink radio link set



l l



Downlink code transmitter power UE transmitter power



l



Uplink traffic



l



Downlink traffic



l



Uplink througout and bandwidth



l



Downlink throughput and bandwidth



l



Handover delay



l



AMR mode



1.5 Cell Performance Monitoring Function of the RNC The cell performance monitoring function provided by the RNC can monitor the following status of a cell:
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l



PCPICH pilot transmitter power



l



Uplink receiving total wideband power



l



Downlink carrier transmitter power



l



Number of cell users (consisting of dedicated channel users, common channel users, HSDPA users, and HSUPA users)



l



Node synchronization



l



Uplink access decision
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Downlink access decision



l



Number of uplink equivalent users



l



Number of downlink equivalent users



l



Usage of the code tree



l



HS-DSCH minimum power requirement



l



Bit rate provided by HS-DSCH



l



Bit rate provided by E-DCH



l



Uplink throughput



l



Downlink throughput



For Internal Use only



1.6 Link Performance Monitoring Function of the RNC The RNC can monitor the performance state of the following links: l



IMA group



l



UNI link



l



FRAC ATM link



l



SAAL link



l



IPoA PVC



l



IPPATH QoS



l



AAL2 PATH



l



IP PATH



l



FE/GE traffic



l



PPP link traffic



l



MLPPP group traffic



l



SCTP link traffic



1.7 Message Tracing Path of the RNC Integrated in the LMT, the message tracing function of the RNC can be used conveniently and provides effective means of locating problems. The RNC also provides a tool for reviewing the saved trace messages. The directory and file name examples of the trace file are described as follows: l



Iu interface tracing The tracing result is saved to the LMT installation directory\client\output\RNC\LMT software version number\trace directory by default. The default format of file name is server name_Iu_year-month-day-hour-minute-second.tmf.



l



RNC connection performance The monitoring result is saved to the LMT installation directory\adaptor\clientadaptor\RNC\LMT software version number\output\realmonitor directory by default. The default format of the file name is connection performance monitoring_X_year-month-day-hour-minute-second_IMSI-IMSI value, in which X indicates the corresponding index name of connection performance, such as cell SNR and RSCP.
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1.8 RNC MML Script The RAN10.0B061 and later versions differentiate customized parameters and non-customized parameters. The list of customer parameters can be downloaded directly from http://support.huawei.com, and the complete scripts can be output by running the EXP INNERCFGMML command. The MML system saves the result to the LMT installation directory\BAM\FTP directory of the BAM server by default. The default format of the file name is CFGMML+time.txt, such as CFGMML-20080506020425.txt.



1.9 RNC CHR Logs The CHR logs are history records of calls that are saved automatically by the RNC in the RNC V200R009 and later versions. The CHR logs can be checked through the Nastar, Insight plus, and OMStar tools. The result is saved to the LMT installation directory\BAM\LoadData\FamLogFmt directory of the BAM server by default. The default format of the file name is frame number of the RNC+Log+start time_end time.log.bz2, such as 03Log20071026000108_20071026235711.log.bz2.



1.10 RNC Traffic Statistics File The RNC traffic statistics file is saved regularly by the RNC. Usually, one file is saved every half an hour. The result is saved to the LMT installation directory\BAM\FTP\MeasResult directory of the BAM server by default. The default file name is similar to A20060215.0000+0800-0100+0800_EMS-NORMAL.mrf.bz2.



1.11 Brief Summary This section describes common trace tasks of the RNC, and provides common data saving paths for network optimization engineers. For how to register the RNC and NodeB traffic statistics tasks and to obtain traffic statistics files on the M2000, refer to relevant sections of the Guide to Operations in W-Equipment Room.
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Analyzing Neighbor Cell Problems



2.1 Overview In UMTS networks, good neighbor cell relationship is an important prerequisite for network KPIs. Because the neighbor cell relationship of UMTS networks is complicated and the current optimization tools are not good enough, how to rapidly and effectively optimize neighbor cells has become the biggest problem faced by the on-site engineers. Based on the summary of Huawei experience in existing commercial networks and current tools, this section introduces the currently available and effective solution to neighbor cell optimization to the on-site engineers. This solution is mainly used for neighbor cell optimization after network swap or in the maintenance period. Some traffic exists in these networks, and the data necessary for neighbor cell optimization can be obtained from the network side (mainly the RNC). This solution does not involve creation of neighbor cell data in new networks or swapped networks or optimization of neighbor cells during RF optimization of new networks. However, the optimization principles, ideas, methods of this solution can serve as reference for creation of neighbor cell data in new networks and swapped networks and optimization of neighbor cells at the preliminary stage of RF optimization in new networks. l



For creation of neighbor cell data in new networks and swapped networks, refer to the latest version of the Guide to Planning and Designing W-Radio Networks released at http://support.huawei.com.



l



For optimization of neighbor cells in new networks at the preliminary stage of RF optimization, refer to the latest version of the Guide to Optimizing W-RF released at http://support.huawei.com.



2.2 Principles for Setting Neighbor Cells Overall principles for setting neighbor cells:
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l



For networks that do not use the neighbor cell combination algorithm, configure as many neighbor cells as possible (no more than 31) to ensure that no neighbor cell is missed in the measurement control message.



l



For networks that use the neighbor cell combination algorithm, do not configure too many neighbor cells to ensure the gain of the neighbor cell combination algorithm and to reduce the complexity of neighbor cell configuration. The proper number is 15-20 (considering the mature experience of the radio network optimization).



l



For neighbor cell configuration in new networks, if the neighbor cell combination algorithm is used, do not configure the priority of neighbor cells at the preliminary stage. Set and
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optimize the priority of neighbor cells according to the traffic statistics or PCHR after the network traffic reaches a certain scale.



2.3 Process of Optimization Neighbor Cells The optimization of neighbor cells consists of the following: l



Configuration of initial neighbor cells



l



Optimization of incorrectly configured neighbor cells



l



Optimization of unnecessary neighbor cells



l



Optimization of missing neighbor cells



l



Optimization of the priority of neighbor cells



In addition, there are intra-frequency neighbor cell optimization, inter-frequency neighbor cell optimization, and inter-system neighbor cell optimization. Unless expressly indicated in this chapter, neighbor cell optimization refers to intra-frequency neighbor cell optimization. Meanwhile, the principles, ideas, and methods of intra-frequency neighbor cell optimization can also be used in inter-frequency neighbor cell optimization and inter-system neighbor cell optimization.



2.4 Configuration of Initial Neighbor Cells During the setting of initial neighbor cells, the parameters are set mainly through the CME software Version Software Wireless Product Line WCDMA-RAN WCDMA-RAN (Software Public WRAN CME at http://support.huawei.com). For operations of the CME software, refer to the CME User Manual released together with the CME software. The input parameters consist of the RNC configuration script (XML) of living networks, WCDMA cell list (incremental part), GSM cell list, WCDMA neighbor cell relationship list, and GSM neighbor cell list. With the preceding input parameters, the automatically added scripts of the WCDMA and GSM neighbor cells of the new or swapped WCDMA cell (including the added scripts of the NRNC and GSM cells) can be output through the CME software. The configuration procedure is as follows:
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l



Prepare the data, which consists of the BCP files configured by the RNC (the CMECfgSyncView.zip file can be exported through the EXP CFGDATA command of the M2000. The directory is LMT installation directory/BAM/VersionA/FTP/ExportCMESyncView/ on the server), early neighbor cell planning lists including the list of swapped or new WCDMA cells, intra-frequency neighbor cell relationship list, inter-frequency neighbor cell relationship list, neighbor RNC cell list (for migrating the networks of competitors), GSM cell parameter list, and GSM cell relationship list. Generally, the WCDMA cell list and intra-frequency neighbor cell relationship list must be imported, and the other lists can be reported as required.



l



Import the RNC BCP file to the CME software (Tools > Synchronize with BCP File). Ensure that the CME software contains the RNC data of the existing network.



l



Import the prepared neighbor cell planning data list as required.



l



Select the ID of the WCDMA cell to be swapped or created in the CME, and confirm the default configurations and configuration principles of relevant parameters in the neighbor cell configuration script.
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The CME software automatically outputs the WCDMA and GSM neighbor cell relationship scripts to be added.



2.5 Analyzing Incorrectly Configured Neighbor Cells Problems Configuring intra-frequency neighbor cells incorrectly is a problem frequently encountered on-site, which has great influence on network performance. The most common problem is a large amount of Call drop. The on-site engineers mainly depend on drive tests and signal tracing to find and locate these problems, which results in complicated solutions and low efficiency. In fact, there is a law for incorrect configuration of intra-frequency neighbor cells as well as for the cause. The network optimization engineers can quickly find and locate problems through the existing system information by adding a few traffic statistics points and analyzing the CHR based on designated rules. The first cause of incorrect configuration of neighbor cells is inaccurate engineering parameter.In the missing neighbor analysis,Nastar give the suggestion of adding unnecessary neighbor cells.The second one is incorrectly configured neighbor cells. Engineer adds the neighbor cell with the same scramble but different cell ID cursorily. The symptom of incorrect configuration of intar- frequency neighbor cells is that, at soft handover, after sending a command to update the active set, the RNC can receive a Active Set Update Complete message,but the RL Restore message cannot be received and call drop occurs caused by intar- frequency interfere. Because the scramble is correct but the new cell cannot be synchronized Based on the above disciplinarian, Call drop information and information about the last handover before call drop are recorded in performance server solution. You can analyze the last handover before call drop in the Nastar according to the preceding laws. If the analysis result is the same as the preceding situation, you can take the two cells which handover before call drop as the objects to be checked. Then,Nastar can analyze whether the intra-frequency neighbor cells of the other neighbor cells of the current cell contains incorrectly configured cells, and whether there are other cells with the same scrambler to check the reasonableness of neighbor cells and find out the correct intra-frequency neighbor cell relationship.



2.6 Analyzing Unnecessary Neighbor Cells Problems As a network is swapped, expanded, or created, the intra-frequency neighbor cell relationship changes constantly. Therefore, unnecessary neighbor cell relationships or full neighbor cell relationships occur frequently. In this case, part of the intra-frequency neighbor cells needs be deleted. The intra-frequency neighbor cells need to be deleted according to the counted number of soft handovers between two cells. Therefore, the cells and soft handover measurement index should be registered on the M2000. The RNC reports the number of soft handovers between two cells and daily traffic statistic files to the M2000. Import the Nastar engineering parameter list, RNC MML script to be checked, and traffic statistics recording the preceding measurement between two cells into the Nastar (it is better to record data for no less than a week), and use the Intra-frequency Unnecessary Neighbor Analysis function of the Nastar for analysis, as shown in Figure 2-1.
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Figure 2-1 Intra-frequency unnecessary neighbor analysis



Keep the output result as Excel format, select the cells with over 25 neighbor cells, arrange the neighbor cells of each cell in descending order of the number of handovers between two cells, and calculate the cumulative probability. Delete the cells compliant with the following conditions: l



The number of soft handovers between two cells is zero or the cumulative probability is greater than 98%.



l



The two cells are not the intra-frequency neighbor cells on the first layer.



After deletion, observe the call drop of the cells whose neighbor cells are deleted. If the number of call drops increases and the call drop ratio increases significantly, recover the deleted neighbor cells, and delete other neighbor cells. Otherwise, do not recover the deleted neighbor cells.



2.7 Analyzing Missing Neighbor Cells Problems The non-first-layer intra-frequency missing neighbor cells should be analyzed according to the strength of signals of the active set and detection set recorded in the CHR data. Besides the Nastar engineering parameter list and RNC MML script to be checked, the CHR data (it is better to be over a week) also needs to be imported to the Nastar, and then the Intra-Frequency Missing Neighbor Analysis function of the Nastar should be used to make analysis, as shown in following Figure. Figure 2-2 Intra-Frequency Missing Neighbour Analysis



Add neighbor cells or check whether it is necessary to add some neighbor cells according to the output suggestions (Adding Neighbor or To Be Determined), as shown in Figure 2-3.
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Figure 2-3 Missing neighbor analysis list



Select a row in Figure 2-3, and click (Draw Neighbor Cells on Map) in the upper left corner. The analysis result corresponding to the row is displayed in the form of a map, as shown in following Figure. Figure 2-4 Draw Neighbor Cells on Map



In Figure 2-4, the blue cell is the source cell, and the green and red cells are configured and missing intra-frequency neighbor cells respectively. Note that the Nastar gives suggestions based on the missing scores. According to network optimization experience, corresponding neighbor cells should be added for the Adding Neighbor or To Be Determined suggestion.
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2.8 Optimizing the Priority of Neighbor Cells For networks enabled with the neighbor cell combination function, the priority of neighbor cells should be set and optimized. Improper setting of the priority of neighbor cells causes low efficiency of the neighbor cell combination algorithm. The following describes how to optimize the priority of intra-frequency neighbor cells based on traffic statistics data. Principle for optimizing the priority of intra-frequency neighbor cells: enable the handover measurement switch between two cells on the M2000, collect statistics on the number of attempts at soft handover between two cells (VS.SHO.AttASU.N), and optimize the priority of the configured neighbor cells in descending order of the number. The Intra-frequency Unnecessary Neighbor Analysis function of the Nastar can be used to output the sequence list of the number of attempts (VS.SHO.AttASU.N) at soft handover between two cells, and adjust the priority of neighbor cells according to the sequence of neighbor cells in this list. Note that enough traffic is the prerequisite for optimization of the priority of neighbor cells based on traffic statistics. Otherwise, the result is incredible. After collecting statistics for a period, the opened handover measurement switch between two cells must be disabled. Otherwise, it affects the RNC performance.



2.9 Checking One-Way Neighbor Cell In the optimization of neighbor cells, if the neighbor cell relationship of one direction is added only according to the first-layer neighbor relationship or the number of handovers and handover probability,that corresponding reverse neighbor cell relationships are missed frequently. Therefore, the one-way neighbor cells need be checked and the missing neighbor cells need to be added. The Nastar can be used in specific operations. Import the RNC MML script to be checked into the Nastar, and make analysis by using the One-way Neighbor Check function of the Nastar, as shown in Figure 2-5. Figure 2-5 One-way neighbor check



According to the analysis result, add the missing reverse neighbor cells after confirmation (in some cases, one-way neighbor cells need to be configured for special handover policies).



2.10 Optimizing Inter-Frequency Neighbor Cells For optimization of inter-frequency neighbor cells, in the case of co-siting inter-frequency cells, the inter-frequency cell nearest to the antenna azimuth of this cell and all the intra-frequency neighbor cells of this inter-frequency cell can be regarded as the inter-frequency neighbor cells of this cell.
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The intra-frequency neighbor cell relationship with this inter-frequency cell should be updated synchronously. The missing inter-frequency neighbor cells can be optimized according to the following principles: l



Add second-layer inter-frequency neighbor cell relationships as many as possible within the entire network according to the same optimization method as that of the first-layer inter-frequency neighbor cell relationships.



l



Analyze TopN call drop cells. For cells with call drop mainly for RF reasons, add third-layer inter-frequency neighbor cell relationships, or add necessary neighbor cells by referring to the intra-frequency neighbor cell relationships of nearby inter-frequency cells.



2.11 Optimizing Inter-System Neighbor Cells In the case of co-siting GSM cells, the co-siting GSM cell nearest to the antenna azimuth of this cell and all the GSM neighbor cells of this GSM cell can be regarded as neighbor cells of this cell. All neighbor cell relationships with this cell should be updated synchronously. Do as follows to optimize missing inter-system neighbor cells: l



Convert the general engineering parameter lists of WCDMA and GSM to different Mapinfo layers through the Mapinfo plug-in unit.



l



Mark the sector azimuth charts of WCDMA and GSM on the Mapinfo layer with different colors. Judge which GSM cells are first-layer inter-system neighbor cells of this cell according to these charts.



l



Compare the neighbor cell relationships configured in existing networks to judge whether there are missing GSM cells. If yes, configure them.



2.12 Summary This section introduces the feasible and efficient solutions for optimizing neighbor cells to the on-site engineers based on the experience of existing Huawei commercial networks and current tools.
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Analyzing Accessing Problems



3.1 Overview This document aims to meet the requirements on solving access problems by on-site engineers during RNO. It details the methods for evaluating network access performance, test methods, data analysis methods, FAQs, and solutions. The appendix provides the fundamental knowledge about access problems, description of principles, related parameters, and data processing tools. It guides engineers to locate and solve access problems during optimizing network KPI indexes and network O&M.



3.2 Definition of Access Failure If a service fails to be setup, this is an access failure. In DT, the common access failure problems include the following types: Voice call failure VP call failure PDP activation failure According to the preset judgment conditions, the DT data analyzers can usually judge the access failure problems during test. The analyzers include GENEX Assistant and Actix Analyzer.



3.2.1 Definition of Call Failure by GENEX Assistant Originated Call Failure in CS Domain: Event definition: the UE sends a RRC REQUEST message. Wherein, the IE establish cause is Originating Conversational Call without reception of the direct transfer message alerting. The following events are defined according to the stages of failure. l
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RRC connection setup failure: out of the consideration of retransmission times and waiting time, the UE fails to receive the response from RNC or receives the RRC CONNECTION REJECT message after sending the RRC CONNECTION REQUEST message.
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l



Initial direct transfer and security mode setup failure: after the UE sends the RRC CONNECTION SETUP COMPLETE message, it fails to send the NAS SETUP message.



l



RAB assignment failure: after the UE receives the CALL PROCEEDING message, it fails receive the RB SETUP message from RNC. Or the UE responds RB SETUP FAIL message after receiving the RB SETUP message. Or the UE receives the DISCONNECTION message with the cause normal release after receiving the RB SETUP message, when the UE does not send the RB SETUP CMP message.



l



The failure after RAB assignment: after the UE sends the RB SETUP COMPLETE message:



Ø



The originated UE receives the DISCONNECT/RELEASE message from CN



Ø



The originated UE waits for the CONNECT or ALERTING message until expiration, so the call clearing process is originated. According to the protocols, after the UE sends the CM SERVICE REQUEST message, the timer T303 starts. If the UE fails to receive the CALLPROCEEDING, ALERTING, CONNECT, OR RELEASE COMPLETE message before expiration of T303, the clearing process starts.



Ø



Before receiving alerting message, the UE enters the idle state and starts to receive system information. As strictly defined, after the MS enters the CELL_DCH state and before it receives the alerting message, it must send the cell update message with the cause RLC unrecoverable error/ Radio link failure. Take the greater value of the maximum waiting time configured at RLC layer as default and the synchronization time as the judgment time. It is unclear that the UE can report the RLC layer message, so the maximum waiting time is neglected.



Terminated Call Failure in CS Domain: The terminated UE receives the paging of type 1, but it does not send the RRC CONNECTION REQUEST message with the cause Terminating Conversational Call or does not send the direct transfer message alerting to CN. Detailed failure stages include: l



RRC connection setup failure After the UE sends the RRC CONNECTION REQUEST message, it fails to receive reply from RNC or receives the RRC CONNECTION REJECT message from RNC.



l



Initial direct transfer and security mode setup failure After the UE sends the RRC CONNECTION SETUP COMPLETE message, it fails to receive the SETUP direct transfer message, it sends the RELEASE COMPLETE message, or the UE receives the DISCONNECT message from CN.



l



RAB assignment failure After the UE sends the CALL CONFIRM message, it fails to receive the RB SETUP message from RNC. Or after it receives the RB SETUP message, it replies RB SETUP FAIL message. Or after it receives the RB SETUP message, it receives the DISCONNECT message not due to normal release cause, when the UE has not sends the RB SETUP CMP message.



l
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Failure after completion of RAB assignment
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After the UE sends the RB SETUP COMPLETE message, the called UE receives the DISCONNECT/RELEASE message from CN.



3.2.2 Definition of Access Failure by Actix Analyzer The Actix Analyzer defines access failure according to the following principles: after the originated UE sends the RRC Connection Request message, access failure occurs upon any of the following conditions: l



The UE receives the RRC Connection Reject message



l



It sends or receives the RRC Connection Release message after receiving RRC Connection setup



l



It receives any message from BCCH during Call setup message



l



The timer expires. Namely, a period (T300) after the UE sends the RRC Connection Request message, it fails to receive the RRC Connection setup message



3.2.3 Definition of Access Failure by TEMS The TEMS defines access failure (for originated voice services) according to the following principles:
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l



Random access failure: after dialing, the UE fails to send the RRC Connection Request message.



l



The UE fails to receive the RRC Connection Setup message: after the UE send the RRC Connection Request message, it fails to receive the RRC Connection Setup message.



l



The UE fails to send the RRC Connection Complete message: after the UE receive the RRC Connection Request message, it fails to send the RRC Connection Setup message.



l



The UE receives the RRC Connection Reject message: the UE receives the RRC Connection Reject message, and does not resend the RRC Connection Request message for try.



l



The UE fails to receive the measurement control message: after the UE sends the RRC Connection Complete message, it fails to receive the measurement control message.



l



The UE fails to send the CM Service Request message: after the UE receives the measurement control message, it fails to send the CM Service Request message.



l



The UE receives the Service Request Reject message.



l



The UE fails to receive the Call Proceeding message: after the UE sends the CC SETUP message, it fails to receive the Call Proceeding message.



l



The UE fails to receive the RB Setup message: after the UE receives the Call Proceeding message, it fails to receive RB Setup message.



l



The UE fails to send the RB Setup Complete message: after the UE receives the RB Setup message, it fails to send the RB Setup Complete message.



l



The UE fails to receive the Alerting or Connect message: after the UE sends the RB Setup Complete message, it fails to receive theAlert or Connect message.



l



The UE fails to receive the Connect Acknowledge message: after the UE receives the Alerting or Connect message, it fails to send the Connect Acknowledge message.
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3.3 Flow and Methods for Analyzing Access Failure Problems shows the overall flow for analyzing call failure problems: Figure 3-1 Flow of Analyzing Access Failure Problems



By DT data analyzing tool, such as Actix Analyzer and GENEX Assistant, determine the time for Call Fail and obtain the following information: l



Pilot information collected by scanner before and after Call Fail



l



Information about active set, monitor set, and signaling flow collected by UE



Match the signaling collected by UE and the time of single subscriber tracing by messages. Meanwhile locate the points when problems occur in single subscriber tracing on RNC. Based on signaling of single subscriber tracing on RNC and UE's signaling flow, determine the point where call fails occurs according to flow of Analyzing Access Failure Problems. Analyze and solve problems according to following sub-flows. The problems include:



2009-05-06



l



Paging problems



l



RRC setup problems



l



RAB and RB setup problems



l



Authentication and encryption problems



l



Abnormal equipment problems
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3.4 Analyzing Paging Problems Paging problems usually are: the originated UE completes RAB assignment and CC Setup and waits for Alerting message, when it receives the Disconnect direct transfer message from CN. Figure 4-2 shows the signaling flow of originated UE in locating paging problems. According to the signaling flow of called UE, the signaling flow is normal. It occurred that after receiving Paging message it does not originate RRC connection setup request. According to the single subscriber tracing of called UE on RNC, the RNC receives the Paging message from CN without following messages. Figure 3-2 Signaling flow of originated UE in locating paging problems



The causes of paging problems include: l



The RNC does not send the Paging message.



l



The power of paging channel and paging indicator channel is low.



l



The UE reselects a cell.



3.4.2 Failure in Sending Paging Message by RNC After the RNC receives the paging message from CN, the UU interface does not send the message. Probably the capacity of paging channel is inadequate (currently the network load is low, so it is less probable that the paging channel is congested at UU interface. When the network load is heavy, it is probable) or the equipment is abnormal
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3.4.3 Over Low Power of PCH or PICH After the RNC sends a paging message, the UE fails to receive it. For this problem, check the Ec/Io of the cell where the UE camps and the cell which it monitors. If the Ec/Io of both cells is lower than -12 dB, the power of PCH or PICH is over low or the coverage is weak..



3.4.4 Cell Reselection by UE If the signals of the cell where the UE camps are weak while the signals of monitored cell are strong, the problem might be due to cell reselection. When the UE has its location area (LA) or route area (RA) updated upon paging, the paging message is sent to the original LA or RA, so the UE fails to receive paging message



3.5 Analyzing RRC Connection Setup Problems The RRC connection setup failure can be analyzed through UE signaling flow and single subscriber tracing on RNC. The RRC connection setup process includes the following steps: l



The UE sends RRC Connection Request message on RACH.



l



The RNC sends the RRC Connection Setup message on FACH.



l



After the UE sets up downlink DCH and synchronizes with it, it sends the RRC Connection Setup CMP message on uplink DCH.



RRC setup fails due to the following causes: l



Uplink RACH problems



l



Downlink FACH power allocation ratio



l



Cell reselection parameter problems



l



Over low transmit power of downlink DCH



l



Uplink initial power control problems



l



Congestion



l



Abnormal equipment problems



Among previous problems, the uplink RACH problem, downlink FACH power allocation ratio problem, cell reselection parameter problem, and abnormal equipment problem are probable. shows the flow for analyzing RRC connection setup problem
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Figure 3-3 Flow for analyzing RRC connection setup problem



3.5.1 After UE Send RRC Connection Request Message, the RNC Fails to Receive It If the Ec/Io of downlink CPICH is over low, the problem is about coverage. If the Ec/Io of downlink CPICH is not over low (such as higher than -14 dB), the problem is about RACH, with the following causes: l



The power step of preamble is small



l



The output power of UE is lower than required.



l



NodeB is problematic with standing wave.



l



The parameter of cell radius is improperly configured.



3.5.2 After the RNC Receives the RRC Setup Request Message from UE, It sends the RRC Connection Reject Message When the RRC Connection Reject message is present, check the cause values, which include congestion and unspecified.
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If the cause value is congestion, the network is congested. Check the network load conditions, including utilization of power, code, and CE resources. Determine the type of resource that causes congestion and provide ways of network expansion. For details, see W-Network Expansion Guide. The admission of RRC connection for HSDPA subscribers is consistent with that for R99 subscribers, including power, code, and CE resources. Pay special attention to code admission. If the code word of HSDPA subscribers is statically assigned, and excessive codes are assigned to HSDPA subscribers, the RRC connection of HSDPAor R99 subscribers fails probably. This is due to that the codes of downlink signaling channel for HSDPA or R99 subscribers are inadequate. If the cause value is unspecified, check the logs to determine causes of failure.



3.5.3 After the RNC Receives the RRC Setup Request Message from UE, It Sends the RRC Connection Setup Message Which Is Not Received by UE The causes of this problem include: l



Weak coverage



l



Improper parameters of cell selection and reselection



Check the CPICH Ec/Io. If it is lower than -12 dB (the default value is configured based on Ec/Io as -12 dB) and l



If there is no more qualified cell listed in the monitor set, the problem is about coverage.



l



If there is more qualified cell listed in the monitor set, the problem is about cell reselection.



Solutions are as below: l



When the coverage is weak: If conditions permit, solve coverage problems by enhancing coverage, such as adding sites to cover blind areas and adjusting engineering parameters. If you cannot enhance the coverage, you can increase FACH power. Adjust FACH power according to the coverage conditions of PCPICH Ec/Io. For example, the pilot Ec/Io in all coverage areas after network optimization is larger than -12 dB, the success rate for UE to access from 3G idle mode can be guaranteed if the common channel power is allocated on the condition of Ec/Io equal to -12 dB. When Ec/Io is smaller than -14 dB, the UE reselects a GSM cell. The success rate of RRC setup in weak coverage areas after inter-RAT reselection by UE can be guaranteed if the common power is allocated on the condition of Ec/Io larger than -14 dB.



l



Cell selection and reselection: Adjusting cell selection and reselection parameters accelerates cell selection and reselection and helps solve RRC connection setup failure problems caused by improper parameters of cell selection and reselection. The RRC CONNECTION SETUP message is carried by FACH. After the UTRAN side receives the PRACH preamble, the UE sends the RRC CONNECTION REQUEST message on RACH based on current preamble power. The preamble transmit power keeps increasing until response is received (restricted by maximum retransmission times of preamble). Therefore, in poor coverage areas, unbalanced coverage by RACH and FACH is probable. Consequently the UTRAN side can receive the RRC CONNECTION REQUEST message while the UE fails to receive the RRC CONNECTION SETUP message.



————————————————————————————————————————
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3.5.4 After Receiving RRC Connection Setup Message, the UE Does Not Send Setup Complete Message If the downlink signals are normal, the UE might be abnormal. Otherwise initial power of downlink DCH is over low so the downlink cannot synchronize. You can solve the problem by adjusting uplink Eb/No of the service.



3.5.5 After the UE Sends the RRC Setup Complete Message, the RNC Fails to Receive It It seldom occurs because uplink initial power control leads to increment of UE transmit power. Upon presence of the problems, you can properly raise the Constant Value of DCH so that the initial transmit power of uplink DPCCH of UE increases. This problem is related to whether the initial target value of uplink SIR is rational and has great impact on uplink initial synchronization at the beginning of link setup. l



If it is set over large, the uplink interference from initial link setup of subscriber becomes over large.



l



If it is set over small, the uplink synchronization time increases, and consequently the initial synchronization fails.



This parameter is an RNC-level parameter. It has great impact on network performance, so engineers must be cautious upon adjustment. The RRC Connection Setup Complete message is sent on uplink DPCH. The UE calculates the initial power of DPCCH according to received IE DPCCH_Power_offest and measured CPICH_RSCP. DPCCH_Initial_power = DPCCH_Power_offset - CPICH_RSCP Wherein, DPCCH_Initial_power = Primary CPICH DL TX Power + UL Interference + Constant Value



Constant Value can be configured at OMC. If it is set over small, the UE has lower power to send the RRC CONNECTION SETUP COMPLETE message than required. Current default configuration of Constant Value (the default value of it in version V13C03B151 is –20) usually prevents this problem from happening. ————————————————————————————————————————



3.6 Analyzing Authentication Problems When authentication fails, analyze the problem according to the cause value provided in the authentication failure message replied from UE to the network. Two common cause values include MAC Failure and Sysch Failure.



3.6.1 MAC Failure Check the AUTN parameter in the authentication request message send by network side upon the authentication of network by UE. If the MAC information is incorrect, the UE send the authentication failure message with the cause value MAC failure：
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Figure 3-4 Authentication failure due to MAC Failure



The major causes of the problem include: l



Unauthorized subscriber



l



USIM and HLR set different Ki and OP (OPc) for the subscriber This problem occurs frequently when a subscriber uses a new USIM. To locate this problem, check whether the Ki and OP (OPc) value of the IMSI are the same. The USIM has default Ki and OP (OPc), but the USIM reader fails to obtain the value. Therefore, the Ki and OP (OPc) of the USIM must be known upon defining a subscriber or the Ki and OP (OPc) of USIM must be made the same value as in HLR



3.6.2 Sync Failure When the UE detects that the SQN of AUTN message is incorrect, so the authentication fails. The cause value is Synch failure (synchronization failure)： Figure 3-5 Authentication failure due to Synch Failure
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The causes of the problem include: l



Authorized subscribers



l



Equipment problems



3.7 Analyzing Security Mode Problems During the security mode control process, the network side sends encrypted information to radio access network (RAN). During the process, the CN side and RAN negotiate to perform encryption algorithm on UE so that the UE uses the encryption algorithm in the subsequent transfers. After the UE performs handover, it can use the encryption algorithm as possible. Namely, the encryption-related parameters are sent to the target RNC Shows the security mode control： Figure 3-6 Security mode control



Shows the Security Mode Reject.： Figure 3-7 Security mode reject



The common causes of security mode reject include:
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l



The UE is unable to support configured encryption algorithm.



l



The encryption model configuration of RNC does not match that of CN. For example, the MSC configures the encryption algorithm UEA0 only but the RNC configures UEA1 only 。
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3.8 Analyzing PDP Activation Failure Problems The reason of PDP activation failure is that when UE send Activate PDP Context Request,just receive Activate PDP Context Reject.Problems include two kind:Core Network Problem or Incorrect Setting Of Rate Limit or APN on UE side.



3.9 Analyzing RAB or RB Setup Problems When the RAB or RB setup fails, the RNC responds RAB assignment setup failure in the RAB Assignment Response message. Locate the specific failure causes through the failure cause value contained in the related cells. Common RAB/RB setup failure problems include: l



The RNC directly rejects RAB setup request due to incorrect parameter configuration.



l



Admission rejection



l



RAB setup fails due to response of RB setup failure from UE



l



RAB setup fails due to RB setup failure at air interface



3.9.1 Direct Rejection of RAB Setup Request by RNC Due to Incorrect Parameter Configuration It seldom occurs that the RNC directly rejects RAB setup request due to incorrect parameter configuration. This occurs due to special operations by special subscribers. It occurs when the RNC directly rejects RAB setup request because subscribing information for PS service in HLR exceeds the UE capability. For example, the traffic for a special subscriber is 384K in uplink and downlink, but the maximum uplink capacity is 64K. The subscriber sets the uplink and downlink maximum rate in QoS of activation PDP to 384K by using the AT command and UE software (Sony-Ericsson UE software can set QoS of activation request). When the RNC receives the RAB assignment request, it finds that the requested uplink maximum rate exceeds the UE capability, so it directly responds RAB setup failure without originating RB setup. After the RAB setup fails due to incorrect parameter configuration that exceeds UE capability, the SGSN will renegotiate to originate new RAB assignment until the UE can support and the system completes RAB assignment. For subscribers, the PDP activation can still be successful and the maximum rate obtained from indicator is the maximum rate supported by UE. If the minimum guaranteed rate requested in QoS setup in PDP activation request by UE exceeds UE capacity, the network accepts the PDP activation request by UE at a negotiated low rate; however, when the negotiated rate of network in the PDP activation acceptance message, the UE originates deactivation PDP request. Therefore, PDP activation fails finally.
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3.9.2 Admission Rejection For non-HSDPA subscribers, when the system resource (power, code, channel code, Iub transmission resource, and Credit) is inadequate, the admission is rejected and consequently call setup fails. Now you must check the uplink and downlink load, code resource, Iub transmission resource, and CE resource, determine the type of resource that causes congestion, and provide corresponding expansion methods. When excessive codes are statically assigned to HSDPA subscribers, the admission fails due to inadequate downlink channel code resource for non-HSDPA subscribers. When the system resource is inadequate and admission fails, the V1.5 or higher RNC conducts different operations according to RAB Downsizing Switch state. For details, see the description of solving inadequate lub bandwidth If the bandwidth of the lub interface is inadequate, activation of R99 high-speed data services fails due to the limited bandwidth. For example, the AAL2 bandwidth for service on lub interfaces in many cells can support only a 384 Kbps service. If a 12.2 Kbps voice service already exists, the lub interface fails to provide enough bandwidth for a 384 Kbps PS service. In the case of RNC V1.3, the RNC returns an SGSN RAB assignment failure because the requested rate is unavailable. The SGSN then originates RAB assignment through re-negotiation. In the case of RNC V1.5 or later versions, the RNC lowers the rate first if the RAB Downsizing switch is on. If the lub resource is available after the rate is down, the RNC sends a RAB assignment success message to the SGSN. If the lub resource is not available even though the rate is down to 8 Kbps, the RNC returns an SGSN RAB assignment failure. The SGSN then decides whether or not to originate renegotiation based on its internal parameters. If the RAB Downsizing Switch is off, the processing is the same as that in the case of RNC1.3 The admission control of NodeB Credit resources is similar to the power admission control. Whether the available Credit can support the currently requested service depends on the spreading factor of the new subscriber. If the current Credit is not adequate, the RNC performs different processing depending on state of the RAB Downsizing switch in the case of RNC V1.5 or later versions. For details, see the handling in the case of inadequate bandwidth of the lub interface as described earlier in this document.



For the admission rejection of HSDPA subscribers, consider the following aspects: l



l
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In the method for statically assigning power of HSDPA and R99 subscribers, consider: −



HSDPA subscribers supported by NodeB



−



HSDPA subscribers supported by cell



−



Total bit rate of cell



−



Total guaranteed bit rate



−



Whether the cell transmit power guaranteed bit rate exceeds the prescribed threshold



In the method for dynamically assigning power of HSDPA and R99 subscribers, consider: −



HSDPA subscribers supported by NodeB



−



HSDPA subscribers supported by cell



−



Whether the guaranteed bit rate exceeds the prescribed threshold
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For HSDPA subscribers, when the configured bandwidth at lub interface is inadequate, admission rejection will not occur, but the rate become lower. In addition, the AAL2PATH of HSDPA and R99 is respectively configured, and HSDPA AAL2PATH must be configured to HSDPA RT or HSDPA NRT type. If the HSDPA AAL2PATH is configured to R99 AAL2PATH RT or NRT type, RAB assignment will not fail, but the RNC will directly set up HSDPA service to R99 384kbps.



strategies of the RRM admission algorithm change as follows: l Downlink power admission control for HSDPA cells is supported. Only dynamic power assignment is available. Ø



For the DCH service, consider whether load of the non-HSDPA service (the R99 service) exceeds the admission threshold of the non-HSDPA service (that is, the admission threshold of the original R99 service). In addition, consider whether the non-HSDPA power and the HSDPA GBP (Power to meet GBR) exceed the threshold of total power of the cell.



Ø



For the HSDPA service, check whether the HSDPA throughput provided by the cell exceeds the threshold of sum of Guaranteed Bit Rates (GBR) of all subscribers, or whether the GBP of stream services and background services exceeds the HSDPA power of the cell. In addition, consider whether the non-HSDPA power and the HSDPA GBP exceed the threshold of total power of the cell.



l



lub interface admission: Ø



For the DCH service, the admission depends on the peak bit rate multiplied by the activation factor of the service.



Ø



For the HSDPA service, the admission depends on the GBR.



Ø



If the lub interface reaches the congestion threshold, DCCC downsizing occurs. If the RLC_AM re-transmission ratio exceeds the specified threshold, run the SET CORRMALGOSWITCH command to enable lub Overbooking. In this case, TF of the R99 occurs or rate of the HSDPA service decreases based on the related factor. Run the ADD AAL2ADJNODE command to set the service activation factor and the lub congestion threshold. Run the ADD TYPRABRLC command to set trigger and release thresholds of RLC_AM re-transmission.



3.9.3 The UE's Response of RAB Setup Failure due to RB Setup Failure The UE responds RB setup failure due to subscribers' wrong operations. One case is as blow: When subscribers are using a downlink 128K data service, they receive the RB setup request of VP service (originating or terminating VP). Because most UEs cannot support performing VP and high rate PS service simultaneously, the UE directly responds RB setup failure due to unsupported configuration. The other case is as below: The UE called by 3G UE for VP service camps on GSM network, so it does not support VP service. Therefore, after the RNC receives RAB assignment request, the CN sends the Disconnect command after call proceeding due to Bearer capability not authorized. Now the UE has just received
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RB_SETUP command, so it has not completed RB setup. After receiving the Disconnect message, it immediately responds RB setup failure, so the RNC responds RAB setup failure due to failure in radio interface procedure.



3.9.4 RAB Setup Failure due to RB Setup Failure at Air Interface Another RB setup failure is as below: No response to RB setup is received, so the RNC judges that RB setup fails. In details, no ACK or RB setup complete message is received for RB setup. This occurs in weak coverage areas, because the UE does not camp on the best server and originate access, or the coverage is weak. The UE does not originate to access the network in the best server, so it wishes that the best server (sharp fluctuation of signals leads to sharp fading of signals in the cell on which the UE camps) can be added to the active set during RB setup. The flows cannot be nested (both the network and UE does not support nested flow), so the active set is updated after RB setup is complete. This leads to RB setup in weak coverage cells, so RB setup fails probably. For this case, increase the threshold and speed for starting selection of intra-frequency cells so that the UE can camp on the best server as quickly as possible. If the network load at early stage is low, the UE originates to access the network in the best server, set the threshold for starting selection of intra-frequency to –4 dB and set Treselection to 1. For cells at edge of different LACs, set the threshold lower to decrease signaling traffic of location area update. The RB setup failure due to weak coverage includes unqualified uplink and downlink coverage. The RB setup failure due to downlink weak coverage is as below: The UE fails to receive the RB setup command. Unqualified downlink coverage is partially due to poor demodulation performance of UE. It must be solved by RF optimization. The RB setup failure due to downlink weak coverage is as below: The UE receives the RB setup command, but the RAN fails to receive the ACK message or RB Setup Complete message for RB setup. This is probably due to uplink interference. Check RTWP for this.



3.10 Analyzing Access Problems in the Case of Dualband Networking At present, two networking strategies are available: l



Strategy 1 (f1: R99; f2: R99+HSPA)



l



Strategy 2 (f1: R99+HSPA; f2: R99+HSPA)



The access in the case of dualband networking involves direct retry and re-direction in the RRC connection stage and RAB direct retry. RAB direct retry includes service-based direct retry and that after admission failure. The direct retry and re-direction algorithms are used to increase first put-through ratio of the UE.
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3.10.1 RRC direct retry and re-direction during setup of the RRC Functions and process of RRC direct retry and re-direction during setup of the RRC connection Figure 3-8 RRC direct retry and re-direction during setup of the RRC connection



If the RNC receives a RRC connection request, the admission algorithm decides whether a RRC connection is allowed between the UE and the current cell based on the load over the current cell. l



If the RRC connection is allowed, the RNC sends a RRC CONNECTION SETUP message to the UE, and then the UE sets up a RRC connection.



l



If the RRC connection is not allowed, the RNC direct retry algorithm module searches for a cell that complies with the direct retry algorithm in the UE candidate list. −



If a suitable target cell exists, the RNC sends the target cell data to the UE through a RRC CONNECTION SETUP message.



−



If no suitable cell exists, the RNC re-direction algorithm selects another suitable frequency or radio access system (such as GSM), and then notifies the UE of the REDIRECTION cell through a RRC CONNECTION REJECT message. The UE originates an access request in the specified frequency or system.



3.10.2 The RAB Direct Retry l



If the RRC connection is allowed, the RNC sends a RRC CONNECTION SETUP message to the UE, and then the UE sets up a RRC connection.



l



If the RRC connection is not allowed, the RNC direct retry algorithm module searches for a cell that complies with the direct retry algorithm in the UE candidate list. −
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If a suitable target cell exists, the RNC sends the target cell data to the UE through a RRC CONNECTION SETUP message.
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If no suitable cell exists, the RNC re-direction algorithm selects another suitable frequency or radio access system (such as GSM), and then notifies the UE of the REDIRECTION cell through a RRC CONNECTION REJECT message. The UE originates an access request in the specified frequency or system.



The RAB direct retry includes service-based direct retry and RAB direct retry after admission failure. l



Service-based direct retry If a R99 cell and a HSPA cell are at different frequencies but with the same coverage, subscribers who are requesting for the R99 service are assigned to the R99 cell and those who are requesting for the HSPA service are assigned to the HSPA cell if possible. Thus, the R99 service is separated from the HSPA service.



l



Direct retry after admission failure After admission failure, the subscriber can be connected to a cell at another frequency with the same coverage, a HCS cell at another frequency, or a cell in another system (for the AMR service only). If admission of the HSPA service fails and the direct retry fails in all cells, the service returns to the DCH of the local cell and a RAB connection is set up on the DCH again.



3.10.3 Analyzing Access Problems in the Case of Dualband Networking In dualband scenario 1, the services are carried in R99 cells as the strategy. In this case, the real-time services do not need inter-frequency direct retry during call setup. Thus, the impact on real-time services decreases and the HSPA subscribers can access the cells that support HSPA through service-based direct retry. To make the UE reside in F1, modify the cell selection and reselection parameter Qoffset2,n of F1 to 50 dB and that of F2 to -50 dB, or bar F2. In dualband scenario 2, the strategy of random cell residence is used. The UE originates service access in the serving cell. All cells that use two carriers adopt the default value of the Qoffset2, n parameter. In both scenarios, RRC or RAB direct retry is available for the R99 service and RAB direct retry after admission rejection is available for the HSPA service. If the direct retry of the HSDPA service fails, the service returns to the DCH of the local cell and an RAB connection is set up on the DCH again.



Example 1: In scenario 1, the HSDPA data card resides in the R99 cell. If the PDP is activated, the subscriber accesses the HSDPA cell through direct retry. Figure 3-9 shows the signaling for a service-based direct retry.
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Figure 3-9 Signaling for service-based direct retry of a HSDPA subscriber
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Example 2: In scenario 1, the admission threshold of the R99 service is exceeded if several R99 subscribers access the cell. If one more R99 subscriber tries to access the cell, the admission is rejected in the R99 cells at F1. In this case, the subscriber accesses a R99+HSDPA cell through direct retry. Figure 3-10 shows the signaling for direct retry after admission rejection. Figure 3-10 Signaling for direct retry of a R99 subscriber after admission rejection



3.11 Analyzing MBMS service access problems 3.11.1 the flow chart of broadcast model in MBMS MBMS(Multimedia Broadcast and Multicast Service) provides unilateral service from single point to multi-point. It permits one resource entity transmits data to several receiver entities. MBMS provides three kinds of network model, including Broadcast, Enhanced broadcast and Multicast. Figure 3-11 Flow chart of broadcast model in MBMS



If the MBMS cell is activated, UTRAN will transmit MBMS system information which includes scheduling information of MCCH and configuration information of MCCH radio bearer on BCCH repeatedly.
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u First, network announces UE by SMS or WEB that MBMS service will be broadcasted. After UE decides to receive MBMS service, it will setup the radio bearer of MCCH according to the MBMS system message received by UE (corresponding to Service Announcement). u After RNC receiving the MBMS Session Start message from SGSN, it will setup IU signaling bearer and service bearer related to MBMS (corresponding to Session Start). u RNC announces UE the change of MCCH information by MICH channel, UE gets the information of available MBMS service and MTCH-related radio bearer from MCCH channel (corresponding to MBMS Notification). u UE monitors MTCH, begins to receive data (corresponding to Data Transfer). u Judging that no data is transmitted in a period, BM-SC sends Session Stop message to announce GGSN/SGSN/RNC to release the related network resource (corresponding to Session Stop). For MBMS serve,the process from UE affirming to receive the serve to watching the streaming picture is that: Application layer of UE startup function of Streaming Player－>Physical layer affirm and active MBMS serve－>Congfigure MCCH channel information on UE side－>Read MCCH information（need the data of a repeated period at least）－>Setup MTCH channel－>Cache of MTCH PDU－>Start to paly streaming media. The process of“Read MCCH information”and “Cache of MTCH PDU” elapses long time，effected by circumstance easyly；the other processes belong to inner process of UE, execut quickly.



3.11.2 The causes that UE can’t receive programs The causes that UE can’t receive programs include： 1. MBMS service fails in RNC setup, the cause of this failure in current cells can be searched by MML command: DSP CELLMBMSSERVICE. This command can indicate the following causes for MBMS service failure: Access Failure, Common Channel Fault, HPU Link Setup Failure, OLC Release, Preempted, Adding cell to multigroup Failure, MCCH Scheduling Failure, PA Parameter Invalid, RLC Parameter Invalid and Invalid value. Besides, we can check whether RNC MBMS enable switch is on by MML command: LST MBMSSWITCH. 2. If MBMS service is already setup in RNC, but there’s no information in cell, using the following steps to locate problem:
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l



Check whether the cell is in corresponding SA(Service Area) by MML command: LST CELLMBMASA and LST MBMSSA.



l



Check whether the MBMS is available in this cell by MML command: DSP CELLMBMSSERVICE. If MBMS isn’t activated, activate it by ACT CELLMBMS.
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Check whether there’s SCCPCH to carry this service and whether it’s activated, if not activated, activate it by ACT SCCPCH.



3. Service is already setup in cell, but no data is seen sent down according to RNC HPU. l



First, check out whether there’s data in GGSN



l



Check whether the SGSN user plane address of service is correct.



4. UE keeps staying in CONNECTION state: This indicates that UE doesn’t read the data on MTCH. This may be caused by TBSIZE configuration problem or incorrect MCCH configuration in SET MTCHFACH. 5. The buffer of UE is 100%, but there’s only voice without figure. Usually it is because the rate of program resource is higher than the maximum bearer rate of channel. 6. UE quits after several seconds of receiving normal program. The common channel priority in SET MTCHFACH is configured improperly to overlap that in ADD FACH.



3.12 Processing Access Delay The access delay is usually affected greatly by equipment factors, so optimizing it is hard. If it is greatly different from default index, check whether the parameter configuration is consistent with the default. A typical process for calls is from sending the RRC CONNECTION REQUEST by originating UE to receiving Alerting message by UE. In terms of signaling flow, the following aspects affect access delay: l



Configuration of discontinuous cyclic period duration factor DRX



l



Whether to disable authentication and encryption



l



Early assignment or late assignment



l



Whether the RRC connection is set up on FACH or DCH



l



The impact from 13.6K and 3.4 K of signaling connection on delay



3.12.1 Configuration of Discontinuous Cyclic Period Duration Factor DRX During proceeding delay of paging one UE by another, the paging delay takes the majority. On the one hand, if the configured power of paging channel and paging indicator channel is so improper that the paging message is resent, this increase proceeding delay. On the other hand, DRX determines the time for sending paging message. An overhigh DRX leads to long delay. When DRX is 6, 7, and 8, the paging period is respectively 640ms, 1280ms, and 2560ms. In terms of statistics probability, if enough UEs originate enough calls, the traffic is in Poisson distribution and the average access delay keeps increasing. According to on-site test result, when DRX is 8, most paging delays are between 1s and 1.5s. The longest paging delay is even longer than 2.5s. When DRX is 6, the paging delay is evenly distributed between 0.35s and 0.95s. Therefore, setting DRX to 6 can effectively lower proceeding delay.
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3.12.2 Whether to Disable Authentication and Encryption Flow According to test result, l



For voice calls, the proceeding delay after enabling authentication and encryption flow is 0.6s longer than proceeding delay after disabling authentication and encryption. l



For VP calls, the proceeding delay after enabling authentication and encryption flow is 0.74s longer than proceeding delay after disabling authentication and encryption. For network security, combined ways of multiple authentications are used at the beginning of network normal operation. For example, 1/2 authentication is used for location area update authentication; some services, such as voice, VP, and short messages, use the synchronization method based on 1/2 authentication; other services use the Always authentication method.



3.12.3 Implementing Early or Late Assignment The different between early and late assignment lies in the different assignment time for TCH： Early assignment increases call completion rate. Late assignment avoids occupation of TCH resource during ringing, so it increases the utilization of TCH resource. According to test result, the UE receives Alerting message 1.28s earlier in early assignment than in late assignment. Using late assignment helps to receive response signals (ringing) from network more quickly, so it is more rational. However, the UE might fail to put through, so late assignment affects call completion rate. You must balance the advantages and disadvantages before using it。



3.12.4 Whether the RRC Connection Is Set up on FACH and DCH According to test result, when the request signaling of RRC connection originated by UE is set up on FACH, the average setup duration of voice calls is 0.601s shorter than that set up on DCH3.4K and 0.491s shorter than that set up on DCH 13.6K. The signaling of RRC connection set up on DCH 13.6K comparatively occupy more resource, it is recommendable if the resource at early stage of network operation is adequate. Note that after RRC connection setup, the signaling is reconfigured on DCH3.4K upon RB setup.



3.12.5 Impact of Direct Retry And Redirection Algorithmon Access Delay The direct retry and re-direction algorithms can increase the first put-through ratio of the UE; however, they prolong the access delay. l
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If the access fails due to cell congestion or failure of resource allocation during the RRC connection setup, direct retry of the RRC connection setup occurs. The RNC enables the UE to access another cell at another frequency through Frequency info and Primary CPICH info in the RRC CONNECTION SETUP message. This prolongs the access delay during the RRC connection setup.
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l



If all direct retries of the RRC connection setup fails, RRC re-direction occurs. The re-direction algorithm leads the UE to access a cell at another frequency or a cell in the GSM system through Redirection info in the RRC CONNECTION REJECT message and cell reselection of the UE. Compared with the RRC direct retry algorithm, the re-direction algorithm needs cell reselection, though they have the same triggering condition. Thus, the subscribers find that access delay increases in the case of the re-direction.



l



In the case of RAB direct retry based on service separation or admission failure, the RNC makes the UE to access a cell at another frequency through Frequency info and Primary CPICH info in the RB SETUP message. This prolongs the access delay during RB setup. The field test shows that the RAB direct retry prolongs the access delay by 220ms.



3.13 Brife Summary This document aims to guide on-site engineers on solving Access problem during network optimization. Highlighting analysis flow and locate problem, guide engineers to solve problem step by step. Basing on the change of RNC edition, update the interrelated analysis method and parameter in the following work.
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4



Analyzing HO Problems



4.1 Overview This document aims to meet the requirements by on-site engineers on solving handover problems during network optimization. It describes the methods for evaluating network handover performance, testing methods, troubleshooting methods, and frequently asked questions (FAQs). It guides engineers to locate and solve handover problems during optimizing network KPI indexes and network O&M. Actually handover is closely relevant to call drop during network optimization. Handover failure probably leads to call drop. Therefore handover-caused call drop is arranged in handover success rate optimization part. The CDR optimization includes all related to call drop except handover-caused call drop. DT and CQT are important to network evaluation and optimization. DT/CQT KPIs act as standards for verifying networks. Overall DT helps to know entire coverage, to locate missing neighbor cells, and to locate cross-cell coverage. HHO and inter-RAT handover are used in coverage solutions for special scenarios, in while CQT is proper. The following sections describe the DT/CQT index optimization flow in terms of SHO, HHO, and inter-RAT handover.
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4.2 Analyzing SHO Problems Figure 4-1 shows the SHO DT data analysis flow.



4.2.2 Inputting Analysis Data Perform DT. Collect DT data, related signaling tracing, RNC CHR, and RNC MML scripts.



4.2.3 Obtaining When and Where the Problem Occurs During the test, SHO-caused call drop might occur or SHO might fail, so record the location and time for the problem occurrence. This prepares for further location and analysis.
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4.2.4 Miss Neighbor Cell During the early optimization, call drop is usually due to missing neighbor cell. For intra-frequency neighbor cells, use the following methods to confirm intra-frequency missing neighbor cell. l



l



l



Check the active set Ec/Io recorded by UE before call drop and Best Server Ec/Io recorded by Scanner. Check whether the Best Server scramble recorded by Scanner is in the neighbor cell list of intra-frequency measurement control before call drop. The cause might be intra-frequency missing neighbor cell if all the following conditions are met: −



The Ec/Io recorded by UE is bad.



−



The Best Server Ec/Io is good.



−



No Best Server scramble is in the neighbor cell list of measurement control.



If the UE reconnects to the network immediately after call drop and the scramble of the cell that UE camps on is different from that upon call drop, missing neighbor cell is probable. Confirm it by measurement control (search the messages back from call drop for the latest intra-frequency measurement control message. Check the neighbor cell list of this measurement control message) UEs might report detected set information. If corresponding scramble information is in the monitor set before call drop, the cause must be missing neighbor cell.



4.2.5 Pilot Pollution Pilot pollution is defined as below: l



Excessive strong pilots exist at a point, but no one is strong enough to be primary pilot.



According to the definition, when setting rules for judging pilot pollution, confirm the following content: l



Definition of strong pilot Whether a pilot is strong depends on the absolute strength of the pilot, which is measured by RSCP. If the pilot RSCP is greater than a threshold, the pilot is a strong pilot. Namely,



CPICH _ RSCP > ThRSCP _ Absolute



l



Definition of "excessive" When judging whether excessive pilots exist at a point, the pilot number is the judgment criteria. If the pilot number is more than a threshold, the pilots at a point are excessive. Namely,



l



.



CPICH _ Number > ThN



Definition of "no best server strong enough" When judging whether a best server strong enough exist, the judgment criteria is the relative strength of multiple pilots. If the strength different of the strongest pilot and the



(Th + 1)



N No. strong pilot is smaller than a threshold, no best server strong enough exists in the point. Namely,



l



(CPICH _ RSCP1st − CPICH _ RSCP(ThN +1) th ) < ThRSCP _ Re lative



Based on previous descriptions, pilot pollution exists if all the following conditions are met:
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CPICH _ RSCP > ThRSCP _ Absolute



l



The number of pilots satisfying



l



(CPICH _ RSCP1st − CPICH _ RSCP(ThN +1)th ) < ThRSCP _ Re lative
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Set ThRSCP _ Absolute = −95dBm , Th N = 3 , and ThRSCP _ Re lative = 5dB , the judgment standards for pilot pollution are: l



The number of pilots satisfying CPICH _ RSCP > −95dBm is larger than 3.



(CPICH _ RSCP1st − CPICH _ RSCP4th ) < 5dB



4.2.6 Improper Configuration of SHO Algorithm Parameters Solve the following two problems by adjusting handover algorithm parameters: Delayed Handover and Png-pong Handover l



Delayed handover According to the signaling flow for CS services, the UE fails to receive active set update command (physical channel reconfiguration command for intra-frequency HHO) due to the following cause. After UE reports measurement message, the Ec/Io of original cell signals decreases sharply. When the RNC sends active set update message, the UE powers off the transmitter due to asynchronization. The UE cannot receive active set update message. For PS services, the UE might also fail to receive active set update message or perform TRB reset before handover. Delayed handover might be one of the following:



l



−



Turning corner effect: the Ec/Io of original cell decreases sharply and that of the target cell increases greatly (an over high value appears).



−



Needlepoint effect: The Ec/Io of original cell decreases sharply before it increases and the Ec/Io of target cell increase sharply for a short time.



Ping-pong Handover Ping-pong handover includes the following two forms −



The best server changes frequently. Two or more cells alternate to be the best server. The RSCP of the best server is strong. The period for each cell to be the best server is short.



−



No primary pilot cell exists. Multiple cells exist with little difference of abnormal RSCP. The Ec/Io for each cell is bad.



According to the signaling flow, when a cell is deleted, the 1A event is immediately reported. Consequently the UE fails because it cannot receive the active set update command.



4.2.7 Abnormal Equipment Check the alarm console for abnormal alarms. Meanwhile analyze traced message, locate the SHO problem by checking the failure message. For help, contact local customer service engineers for confirm abnormal equipment.



4.2.8 Reperforming Drive Test If the problem is not due to previous causes, perform DT again and collect DT data. Supplement data from problem analysis.
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4.2.9 Adjustment and Implementation After confirming the cause to the problem, adjust the network by using the following pertinent methods: l



For handover problems caused by pilot pollution, adjust engineering parameters of an antenna so that a best server forms around the antenna. For handover problems caused by pilot pollution, adjust engineering parameters of other antennas so that signals from other antennas becomes weaker and the number of pilots drops. Construct a new site to cover this area if conditions permit. If the interference is from two sectors of the same NodeB, combine the two cells as one.



l



For abnormal equipment, consult customer service engineer for abnormal equipment and transport layer on alarm console. If alarms are present on alarm console, cooperate with customer service engineers.



l



For call drop caused by delayed handover, adjust antennas to expand the handover area, set the handover parameters of 1a event, or increase CIO to enable handover to occur in advance. The sum of CIO and measured value is used in event evaluation process. The sum of initially measured value and CIP, as measurement result, is used to judge intra-frequency handover of UE and acts as cell border in handover algorithm. The larger the parameter is, the easier the SHO is and UEs in SHO state increases, which consumes resources. If the parameter is small, the SHO is more difficult, which might affects receiving quality.



l



For needle effect or turning corner effect, setting CIO to 5 dB is proper, but this increases handover ratio.



l



For call drop caused by Ping-pong handover, adjust the antenna to form a best server or reduce Ping-pong handover by setting the handover parameter of 1B event, which enables deleting a cell in active set to be more difficult. For details, increase the 1B event threshold, 1B hysteresis, and 1B delay trigger time.



4.3 Analyse HHO Problem HHO Types HHO includes the following types: l



Intra-frequency HHO The frequency of the active set cell before HHO is the same as that of the cell after HHO. If the cell does not support SHO, HHO might occur. HHO caters for cross-RNC intra-frequency handover without lur interface, limited resources at lur interface, and handover controlled by PS service rate threshold of handover cell. The 1D event of intra-frequency measurement events determines intra-frequency HHO.



l



Inter-frequency HHO The frequency of the active set cell before HHO is different from that of the cell after HHO. HHO helps to carry out balanced load between carriers and seamless proceeding. Start compression mode to perform inter-frequency measurement according to UE capability before inter-frequency HHO. HHO judgment for selecting cell depends on period measurement report.



l



Balanced load HHO It aims to realize balanced load of different frequencies. Its judgment depends on balanced load HHO.
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Figure 4-2 shows the optimization flow for HHO CQT.



Adjustment The optimization flow for HHO is similar with that of SHO and the difference lies in parameter optimization.For the optimization of Intra-frequency HHO,the primary command is decrease 1D hysteresis, and 1D delay trigger time properly based on wireless, in order to ensure the handover happen in time.. Inter-frequency coverage usually exists in special scenarios, such as indoor coverage, so CQT are used. Confirming inter-frequency missing neighbor cell is similar to that of intra-frequency. When call drop occurs, the UE does not measure or report inter-frequency neighbor cells. After call drop, the UE re-camps on the inter-frequency neighbor cell.



HHO problems usually refer to delayed handover and Ping-pong handover. For Ping-pong HHO problems, solve them by increasing HHO hysteresis and delay trigger time. Delayed HHO usually occurs outdoor, so call drop occurs when the UE is moving. There are three solutions: l



Increase the threshold for starting compression mode. The compression mode starts before inter-frequency or inter-RAT handover. Measure the quality of inter-frequency or inter-RAT cell by compression mode. Compression mode
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starts if the CPICH RSCP or Ec/Io meets the conditions. RSCP is usually the triggering condition. Therefore the requirements on starting threshold are: before call drop due to the quality deterioration of the current cell, the signals of the target cell must be measured and reporting is complete. The stopping threshold must help to prevent compression mode from starting and stopping frequently. l



Increase the CIO of two inter-frequency cells.



l



Decrease the target frequency handover trigger threshold of inter-frequency coverage.



4.4 Inter-RAT Handover CQT Flow Flow Chat The inter-RAT handover CQT flow is showed as following： Figure 4-3 Inter-RAT handover CQT flow



Data Configuration Inter-RAT handover fails due to incomplete configuration data, so pay attention to the following data configuration.
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GSM neighbor configuration is complete on RNC. The configuration includes: −



Mobile country code (MCC)



−



Mobile network code (MNC)



−



Location area code (LAC)



−



GSM cell identity (CELL ID)



−



Network color code (NCC)



−



Base station color code (BCC)



−



Frequency band indicator (FREQ_BAND)



−



Frequency number



−



Cell independent offset (CIO)



Guarantee the correctness of the previous data and GSM network. l



Add location area cell information near 2G MSC to location area cell list of 3G MSC. The format of location area identity (LAI) is MCC + MNC + LAC. Select LAI as LAI type. Select Near VLR area as LAI class and add the corresponding 2G MSC/VLR number. The cell GCI format is: MCC + MNC + LAC + CI. Select GCI as LAI type. Select Near VLR area as LAI class and add the corresponding 2G MSC/VLR number.



l



Add data of WCDMA neighbor cells on GSM BSS. The data includes: −



Downlink frequency



−



Primary scramble



−



Main indicator



−



MCC



−



MISSING NEIGHBOR CELL



−



LAC



−



RNC ID



−



CELL ID



According to the strategies of unilateral handover of inter-RAT handover, if the data configuration is complete, the inter-RAT handover problems are due to delayed handover. A frequently-used solution is increasing CIO, increasing the threshold for starting and stopping compression mode, increasing the threshold to hand over to GSM.



Causes The causes to call drop due to 3G-2G inter-RAT handover are as below:
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l



After the 2G network modifies its configuration data, it does not inform the 3G network of modification, so the data configured in two networks are inconsistent.



l



Missing neighbor cell causes call drop.



l



The signals fluctuate frequently so call drop occurs.



l



Ping-pong reselect.



l



Handset problems causes call drop. For example, the UE fails to hand over back or to report inter-RAT measurement report.



l



The best cell changes upon Physical channel reconfiguration.



l



Improperly configured LAC causes call drop (solve it by checking data configuration).
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4.5 DT/CQT Flow for HSDPA Handover Type According to the difference of handover on DPCH in HSDPA network, the HSDPA handover includes: l



SHO or softer handover of DPCH, with HS-PDSCH serving cell update



l



Intra-frequency and inter-frequency HHO of DPCH, with HS-PDSCH serving cell update



According to different technologies used in the serving cell before and after handover, HSDPA handover includes: l



Handover in HSDPA system



l



Handover between HSDPA and R99 cells



l



Handover between HSDPA and GPRS cells



Methods For HSDPA service coverage test and mobility-related test (such as HHO on DPCH with HS-PDSCH serving cell update, handover between HSDPA and R99, and inter-RAT handover), perform DT to know the network conditions. For location of HSDPA problems and non-mobility problems, perform CQT (in specified point or small area). The problems with handover of HSDPA subscribers are usually caused by the faulty handover of R99 network, such as missing neighbor cell and improper configuration of handover parameters. When the R99 network is normal, if the handover of HSDPA subscribers is still faulty, the cause might be improper configuration of HSDPA parameters. Engineers can check the following aspects:
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l



Whether the HSDPA function of target cell is enabled and the parameters are correctly configured. Engineers mainly check the words of cell and whether the power is adequate, whether the HS-SCCH power is low. These parameters might not directly cause call drop in handover, but lead to abnormal handover and lowered the user experience.



l



Whether the protection time length of HSDPA handover is proper. Now the baseline value is 0s. Set it by running SET HOCOMM.



l



Whether the threshold for R99 handover is proper. The handover flow for HSDPA is greatly different from that of R99, so the handover of R99 service may succeed while the HSDPA handover may fail. For example, in H2D handover, when the UE reports 1b event, it triggers RB reconfiguration in the original cell, reconfigures service bearer to DCH, and updates the cell in active set. If the signals of the original cell deteriorate quickly now, the reconfiguration fails.



l



Whether the protection time length of D2H handover is proper. Now the baseline value is 2s. Set it by running SET HOCOMM.



Huawei Confidential



Page 55 of 83



W-KPI Monitoring and Improvement Guide



For Internal Use only



4.6 MBMS Mobility Optimization The movement of the MBMS UE between PTM cells is similar to the movement of UE performing PS services in the CELL-FACH state. The UE performs the handover between cells through cell reselection and obtains a gain through soft combining or selective combining between two cells to guarantee the receive quality of the service. UE sends CELL UPDATE to notice SRNC about the change of its resident cell in the new cell after selecting the aim cell,and then RNC responceCELL UPDATE CONFIRM. The UE firstly moves to the target cell and then sends a CELL UPDATE message to notify the serving radio network controller (SRNC) that the cell where the UE stays is changed. The SRNC returns a CELL UPDATE CONFIRM message. The UE receives an MBMS control message from the MCCH in the target cell and determines whether the MBMS radio bearer to be established is consistent with that of the neighboring cell. If they are consistent, the original radio bearer is retained. The MBMS mobility optimization, which guarantees that the UE obtains better quality of service at the edge of cells, covers the following aspects: l



Optimize cell reselection parameters to guarantee that the UE can be reselected to the best cell in time.



l



Guarantee that the power of the FACH in each cell is large enough to meet the coverage requirement of the MBMS UE at the edge of the cells.



l



Guarantee that the transmission time difference of the UE between different links meets the requirement of soft combing or selective combining*.



l



Guarantee that the power, codes, transmission, and CE resources of the target cell are not restricted or faulty, and that the MBMS service is successfully established.



4.7 Brief summary This document aims to guide on-site engineers on solving handover problem during network optimization. Highlighting analysis flow and locate problem, guide engineers to solve problem step by step. Basing on the change of RNC edition, update the interrelated analysis method and parameter in the following work.
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Analyzing Call Drop Problems



5.1 Overview This document aims to meet the requirements by on-site engineers on solving call drop problems and making them qualified during network optimization. It describes the methods for evaluating network handover and call drop performance, testing methods, troubleshooting methods, and frequently asked questions (FAQs). This document serves to network KPI optimization and operation and maintenance (O&M) and helps engineers to locate and call drop problems. Actually handover is closely relevant to call drop during network optimization. Handover failure probably leads to call drop. Therefore handover-caused call drop is arranged in handover success rate optimization part. The CDR optimization includes all related to call drop except handover-caused call drop.



5.2 Definition of Call Drop According to the air interface signaling recorded at the UE side, during connection, DT call drop occurs when the UE receives: l



Any BCH message (system information)



l



The RRC Release message with the release cause Not Normal.



l



Any of the CC Disconnect, CC Release Complete, CC Release message with the release cause Not Normal Clearing, Not Normal, or Unspecified.



A generalized CDR consists of CN CDR and UTRAN CDR. UTRAN, so the following sections focus on KPI index analysis at UTRAN side. l



After the service is set up, the RNC sends CN the RAB RELEASE REQUEST message.



l



After the service is set up, the RNC sends CN the IU RELEASE REQUEST message. Afterwards, it receives the IU RELEASE COMMAND sent by CN.



The definition of RAN traffic statistics call drop is according to statistics of lu interface signaling, including the times of RNC's originating RAB release request and lu release request. The DT call
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drop is defined according to the combination of messages at air interface and from non-access lay and cause value. They are not all consistent.



5.3 DT/CQT Optimization Flow Figure 5-1 Flow chart for analyzing call drop



Inputting Analysis Data Perform DT. Collect DT data, related signaling tracing, RNC CHR, and RNC MML scripts.



Obtaining Where the Problem Occurs Obtaining the location and time for the problem occurrence by using DT data analysed soft, like Assistant. That also can obtain data of Pilot frequency recorded by Scanner and information about act set and monitor set of UE.
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Pilot Cell Change Analyze the following conditions about pilot cell changing. l



If pilot cell is stable correspondingly, analyze RSCP and EcIo for more.



l



If pilot cell changes frequently, need to differentiate conditions about pilot cell changing.



Analyze the RSCP and EcIo of pilot cell recorded by Scanner and observe the RSCP and EcIo of best serve cell. Adjust the network based on the following conditions: Ø



RSCP is bad,EcIo is bad,it confirmed coverage problem



Ø



RSCP is normal, EcIo is bad(exclude caused by delayed handover and intra-frequency neighbor cell interfere)，it confirmed downlink interfere problem)



Ø



RSCP is normal, EcIo is normal,if cell in act set of UE is inconsistent with the best cell recorded by Scanner,it maybe caused by missing neighbor or delayed handover. if cell in act set of UE is consistent with the best cell recorded by Scanner,it maybe caused by uplink interfere or abnormal.



The most reason of call drop is handover call drop,like missing neighbor,delayed handover and Ping-Pong hangdover,which has been related in Analyzing HO Problems. The following sections describe the call drop not due to handover.



5.4 Analayzing Weak Coverage Problem For voice services, when CPICH Ec/Io is greater than -14 dB and RSCP is greater than -100 dBm (a value measured by scanner outside cars), the call drop is usually not due to weak coverage. Weak coverage usually refers to weak RSCP. Uplink or downlink DCH power helps to confirm the weak coverage is in uplink or downlink by the following methods. l



If the uplink transmission power reaches the maximum before call drop, the uplink BLER is weak or NodeB report RL failure according to single subscriber tracing recorded by RNC, the call drop is probably due to weak uplink coverage.



l



If the downlink transmission power reaches the maximum before call drop and the downlink BLER is weak, the call drop is probably due to weak downlink coverage.



A simple and direct method for confirming coverage is to observe the data collected by scanner. If the RSCP and Ec/Io of the best cell is low, the call drop is due to weak coverage. Weak coverage might be due to the following causes: l



Lack of NodeBs



l



Incorrectly configured sectors



l



NodeB failure due to power amplifier failure



The over great indoor penetration loss causes weak coverage. Incorrectly configured sectors or disabling of NodeB will occur, so at the call drop point, the coverage is weak. You must distinguish them.
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5.5 Analayzing Interference Problem Without interference, the uplink and downlink are balanced. Namely, the uplink and downlink transmit power before call drop will approach the maximum. When downlink interference exists, the uplink transmit power is low or BLER is convergent. When the downlink transmit power reaches the maximum, the downlink BLER is not convergent. It is the same with uplink interference. You can use this method to distinguish them. l



Both uplink and downlink interference causes call drop.In downlink, when the active set CPICH RSCP is greater than –85 dBm and the active set Ec/Io is smaller than –13 dB, the call drop is probably due to downlink interference (when the handover is delayed, the RSCP might be good and Ec/Io might be weak, but the RSCP of Ec/Io of cells in monitor set are good). If the downlink RTWP is 10 dB greater than the normal value (–107 to –105 dB) and the interference lasts for 2s–3s, call drop might occur. You must pay attention to this.



l



Downlink interference usually refers to pilot pollution. When over three cells meets the handover requirements in the coverage area, the active set replaces the best cell or the best cell changes due to fluctuation of signals. When the comprehensive quality of active set is bad (CPICH Ec/Io changes around –10 dB), handover failure usually causes CDR(SRB reset or TRB reset).



l



Uplink interference increases the UE downlink transmit power in connection mode, so the over high BLER causes SRB reset, TRB reset, or call drop due to asynchronization. Uplink interference might be internal or external. Most of scenario uplink interference is external.



5.6 Abnormality Analysis If the previous causes are excluded, the call drop might due to problematic equipment. You need to check the logs and alarms of equipment for further analysis. The causes might be as below: l



An abnormal NodeB causes failure of synchronization, so links keeps being added and deleted.



l



CDR caused by abnormal UE.



l



CDR caused by RNC inner abnormal flow.



You need to focus on the call drop due to abnormal testing UE, which occurs easily during CQT. Namely, the data recorded in DT does not contain the information reported by UE for a period.



5.7 MBMS CDR Problem Analysis In broadcast mode, the MBMS receives a control message from the MCCH to establish the MBMS service and radio bearer, without signaling interaction with the RNC. Therefore, we can substitute the MBMS session drop rate for the MBMS call drop rate. The MBMS session drop rate is defined as follows: MBMS session drop rate = number of MBMS session drop times/total number of successes of MBMS-on-demand x 100% l
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Number of MBMS session drop times: One MBMS session drop time is counted once the MBMS service is exceptionally interrupted or the UE is in the buffering state for more than one minute.
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Total number of successes of MBMS on demand: Total number of successes of MBMS-on-demand originated by the UE.



The possible causes for a high MBMS deactivation rate are as follows: l



The network coverage is poor. The RSCP and Ec/Io in the position where the UE is located are both low. In addition, a block error rate (BLER) of the FACH of the MBMS service also exists.



l



For weak coverage, it can be improved by RF optimization, adding NodeB and adjusting antenna.



l



If weak coverage can not be improved, increase the channel power of the MBMS service.



l



The cell is in the preliminary congestion state and the channel power of the MBMS service is reset to the minimum; or the cell is in the over-congestion state and the MBMS service with a lower priority is released by force.



l



The UE is at the edge of the cells, and the neighboring cells are not configured for the cell in which the UE is located. As a result, the UE is unable to obtain a gain through soft combining or selective combining.



l



Run the DSP CELLMBMSSERVICE command to query the status of the current MBMS service. If the MBMS service is not established successfully, the failure cause is displayed.



5.8 Brief summary This document aims to guide on-site engineers on solving CDR problem during network optimization. Highlighting analysis flow and locate problem, guide engineers to solve problem step by step. Basing on the change of RNC edition, update the interrelated analysis method and parameter in the following work.
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Anaylzing Transmission Problem



6.1 Overview In WCDMA commercial networks, network optimization engineers usually modify and maintain radio parameters. RAN engineers set and maintain transmission parameters. In this accustomed mode, the knowledge of network optimization engineers on transmission is relatively poor. In fact, transmission problems directly affect the KPIs of networks. This section summarizes transmission problems occurred in multiple WCDMA commercial networks, analyzes the relevance between the network KPI and transmission problems, describes influence of transmission problems on the network KPI and quality of service (QOS), and summarizes the knowledge necessary for and common methods of locating transmission problems.



6.2 Rules for Transmission Configuration on the Transmission Layer The OMC maintains the parameters of the transmission layer in commercial networks. The OMC sets parameters for transmission configuration in conformity with specifications which refer to relevant guides.Some important rules for transmission configuration are summarized based on common transmission problems in commercial networks as follows: Common configuration rules for the Iub interface are as follows:
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l



After the High Speed Downlink Packet Access (HSDPA) is introduced, proper NCP bandwidth should be configured. Calculation of the specific NCP bandwidth is complicated. According to the experience, it is recommended that the NCP bandwidth should be no less than 100 kbit/s. The NCP of each NodeB is set to 100 kbit/s.



l



The received cell rate (RCR) on the NodeB side must be greater than or equal to the SCR on the RNC side. The RCR is used for flow control on the NodeB side. If the RCR is set to be smaller, packet loss will occur because the NodeB is unable to receive the traffic timely.



l



If the NodeB contains an HSDPA cell, at least one HSDPA_RT or HSDPA_NRT AAL2 PATH must be configured on the Iub interface.



l



The impedance of the RNC and the E1 of a NodeB must be matched.
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l



ATM attribute configured for the AAL2 link of network elements (NEs) must be consistent. The traffic of corresponding AAL2 links must be consistent, too. Otherwise, packet loss will occur in the case of heavy traffic.



l



The CDVT value of the AAL2 link of the IuB interface should not be too large (10240 by default). Otherwise, the transmission jitter will increase, leading to lower voice quality.



l



The clocks must be synchronized. Otherwise, packet loss will occur.



For the Iu interface, pay attention to the configuration of the Signaling Connection Control Part (SCCP) timer. It is recommended to set the non-active sending timer to 90 seconds and non-active receiving timer to 720 seconds. If the timer settings are inconsistent with the peer end data, the following requirements should be met: The duration of the local non-active receiving timer should be more than twice longer than that of the non-active sending timer of the peer end, and the duration of the non-active receiving timer of the peer end should be more than twice longer than that of the local non-active sending timer. For the Iur interface, pay attention to the following: l



Total bandwidth of the Iur interface: Iur traffic = total traffic of the Iub interface x 10%



l



Iur user plane: When configuring AAL2 PATHs for the RNCs at both ends, the OWNERSHIP attributes of one ALL2 PATH cannot be the same. Otherwise, conflicts will occur in distributing CIDs to the two ends of the Iur interface. It is recommended to change the OWNERSHIP attribute of one end to LOCAL, and that of the other end to PEER.



6.3 Querying the Transmission Bandwidth 6.3.1 Configuring Bandwidth of the Iu CS Signaling Plane Calculate the configured bandwidth of the Iu CS signaling plane in the MML script. l



Query the DPX of Iu CS: ADD N7DPC:DPX=0, DPC=H'001394, SLSMASK=B0011, NEIGHBOR=YES, NAME="DSP0", DPCT=IUCS, STP=OFF, PROT=ITUT.



l



Query the SIGLKSX according to the DPX: ADD MTP3BLKS:SIGLKSX=0, DPX=0, LNKSLSMASK=B1100, EMERGENCY=OFF, MTP3BLKSNAME="MTP3BLKS0".



l



Query which SAALLINKs are configured according to the SIGLKSX: ADD MTP3BLNK:SIGLKSX=0, SIGSLC=0, SRN=1, SSN=0, SAALLNKN=146, PRIORITY=0, TCLEN=10, TC=170, MTP3BLNKNAME="MTP3BLNK0SIGSLC0";



l



Query the ATMTRF corresponding to the SAALLNKN: ADD SAALLNK:SRN=1, SSN=0, SAALLNKN=146, CARRYSR=WRSSVC, CARRYPNT=PHYSICAL, CARRYSN=2, CARRYPN=4, CARRYVPI=10, CARRYVCI=101, TXTRFX=105, RXTRFX=105, SAALLNKT=NNI.



l



Calculate the configured bandwidth according to the TRFX: ADD ATMTRF:TRFX=105, ST=CBR, TRFD=NOCLPNOSCR, UT=CELL/S, PCR=11793.



Through the preceding steps, the bandwidth of this SAALLINK is 11793 x 53 x 8/1000 = 5000 kbit/s. The sum of bandwidths of all the SAALLINKs is the total configured bandwidth of the Iu CS signaling plane.
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6.3.2 Querying the Configured Bandwidth of the Iu CS User Plane Calculate the configured bandwidth of the Iu CS user plane in the MML script. l



Query the ANI of Iu CS: ADD ADJNODE:ANI=1, NAME="IUCS", NODET=IUCS, DPX=0, TRANST=ATM.



l



List the AAL2 PATHs configured for the ANI: ADD AAL2PATH:ANI=1, PATHID=401, PT=RT, CARRYVPI=10, CARRYVCI=60, TXTRFX=102, RXTRFX=102, OWNERSHIP=LOCAL,…



l



Query the configured bandwidth according to the TRFX: ADD ATMTRF:TRFX=102, ST=CBR, UT=CELL/S, PCR=8255, CDVT=1024, REMARK="IU_CS_AAL2PATH".



The configured bandwidth of each AAL2PATH is 8255 x 53 x 8/1000 = 3500 kbit/s.



6.3.3 Querying the Configured Bandwidth of the Iu PS Signaling Plane Calculate the configured bandwidth of the Iu PS signaling plane in the MML script. l



Query the DPX of Iu PS: ADD N7DPC:DPX=2, DPC=H'000403, SLSMASK=B0000, NEIGHBOR=YES, NAME="TO-SGSN3G4", DPCT=IUPS, STP=ON, PROT=ITUT, BEARTYPE=MTP3B.



l



Query the SIGLKSX according to the DPX: ADD MTP3BLKS:SIGLKSX=1, DPX=2, LNKSLSMASK=B1111, EMERGENCY=OFF, NAME="TO-SGSN3G4". Query which SAALLINKs are configured according to the SIGLKSX.



l



ADD MTP3BLNK:SIGLKSX=1, SIGSLC=0, SRN=0, SN=2, SSN=1, SAALLNKN=0, PRIORITY=0, TCLEN=10, TC=170, NAME="TO-SGSN3G4"; l



Query the ATMTRF corresponding to the SAALLNKN: ADD SAALLNK:SRN=0, SN=2, SSN=1, SAALLNKN=0, CARRYT=NCOPT, CARRYSRN=0, CARRYSN=26, CARRYNCOPTN=1, CARRYVPI=2, CARRYVCI=180, TXTRFX=101, RXTRFX=101, …



l



Calculate the configured bandwidth according to the TRFX: ADD ATMTRF:TRFX=101, ST=CBR, UT=CELL/S, PCR=2416, CDVT=1024, …



The bandwidth of this SAALLINK is 2416 x 53 x 8/1000 = 1024.4 kbit/s. The sum of bandwidths of all the SAALLINKs is the total configured bandwidth of the Iu PS signaling plane.



6.3.4 Querying the Configured Bandwidth of the Iu PS User Plane Calculate the configured bandwidth of the Iu PS user plane in the MML script. l



Query the IPOAPVCs configured with PEERT=OTHER (other IPOAPVCs are configured for the NodeB): ADD IPOAPVC:IPADDR="10.132.2.46", PEERIPADDR="10.132.2.45", CARRYT=NCOPT, CARRYPN=1, CARRYVPI=3, CARRYVCI=131, TXTRFX=502, RXTRFX=502, PEERT=OTHER;



l
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Query the configured bandwidth through the ATMTRF: ADD ATMTRF:TRFX=502, ST=UBR, TRFD=NOCLPNOSCRCDVT, CDVT=1024, REMARK="IUPS_UBR"; the TRFX=502 is UBR. There is no PCR limitation. Calculate the available bandwidth
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according to the capability of the physical port. The available bandwidth for each physical port is 149 Mbit/s. l



Query the IPPATH bandwidth configured for the ANI corresponding to Iu PS. The querying result shows that a total of twenty-four 100 M IPPATHs are configured for the neighbor node of ANI=21, and the total bandwidth is 2400 Mbit/s. ADD ADJNODE:ANI=21, NAME="IUPS", NODET=IUPS, DPX=2, TRANST=ATM, TMIGLD=2, TMISLV=2, TMIBRZ=2, FTIGLD=16, FTISLV=16, FTIBRZ=16;…



Use the minimum value of the bandwidths queried through the ATMTRF and configured for the ANI. The actual physical bandwidth is 149 Mbit/s.



6.3.5 Querying the Configured Bandwidths of the NCP and CCP Calculate the configured bandwidth of the NCP in the MML script. l



Query ADD NCP and ADD CCP for SAALLNKNs of the NCP and CCP configured for each NodeB



ADD NCP:NODEBNAME="1081", CARRYLNKT=SAAL, SAALLNKN=109; ADD CCP:NODEBNAME="1081", PN=0, CARRYLNKT=SAAL, SAALLNKN=110; l



Identify the frame, slot, and subsystem of the NodeB.



ADD NODEB:NODEBNAME="1081", NODEBID=1081, SRN=0, SN=2, SSN=0, TNLBEARERTYPE=ATM_TRANS, TRANSDELAY=10,… l



Find the TRFXs of the SAALLNKs corresponding to the NCP and CCP according to SRN=0, SN=2, SSN=0, SAALLNKN=109 or 110.



ADD SAALLNK:SRN=0, SN=2, SSN=0, SAALLNKN=109, CARRYT=NCOPT, CARRYSRN=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=13, CARRYVCI=60, TXTRFX=203, RXTRFX=203, SAALLNKT=UNI, …; ADD SAALLNK:SRN=0, SN=2, SSN=0, SAALLNKN=110, CARRYT=NCOPT, CARRYSRN=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=13, CARRYVCI=61, TXTRFX=204, RXTRFX=204, SAALLNKT=UNI, …; l



Calculate the configured bandwidth according to the TRFXs.



ADD ATMTRF:TRFX=203, ST=CBR, UT=CELL/S, PCR=151, CDVT=1024, REMARK="IUB_NCP_2E1"; ADD ATMTRF:TRFX=204, ST=CBR, UT=CELL/S, PCR=265, CDVT=1024, REMARK="IUB_CCP_2E1"; Therefore, the configured bandwidth of the NCP is 151 x 53 x 8/1000 = 64.02 kbit/s, and that of the CCP is 265 x 53 x 8/1000 = 112.36 kbit/s.



6.3.6 Querying the Configured Bandwidth of the IuB Transmission User Plane Calculate the configured bandwidth of the NCP in the MML script. l
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Query the NODET=IUB in ADD ADJNODE for the ANI corresponding to each NodeB:
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ADD ADJNODE:ANI=240, NAME="NodeB_1081", NODET=IUB, NODEBID=1081, TRANST=ATM, ISROOTNODE=YES, SRN=0, SN=2, SSN=0, SAALLNKN=111, QAAL2VER=CS2, TMIGLD=1, TMISLV=1, TMIBRZ=1, FTIGLD=2, FTISLV=2, FTIBRZ=2; l



Query all the AAL2PATHs configured for the ANI. If CARRYT is equal to UNI or NACOPT, find the configured bandwidth corresponding to each TRFX and take the maximum value, and calculate the configured bandwidth according to the TRFX.



ADD AAL2PATH:ANI=240, PATHID=1, PT=RT, CARRYT=NCOPT, CARRYF=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=13, CARRYVCI=63, TXTRFX=260, RXTRFX=260,…; ADD AAL2PATH:ANI=240, PATHID=3, PT=NRT, CARRYT=NCOPT, CARRYF=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=113, CARRYVCI=65, TXTRFX=261, RXTRFX=261, …; ADD AAL2PATH:ANI=240, PATHID=4, PT=HSDPA_RT, CARRYT=NCOPT, CARRYF=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=13, CARRYVCI=66, TXTRFX=260, RXTRFX=260, …; ADD AAL2PATH:ANI=240, PATHID=5, PT=HSDPA_NRT, CARRYT=NCOPT, CARRYF=0, CARRYSN=24, CARRYNCOPTN=0, CARRYVPI=113, CARRYVCI=67, TXTRFX=261, RXTRFX=261, …; ADD ATMTRF:TRFX=260, ST=RTVBR, UT=CELL/S, PCR=8972, SCR=8970, MBS=1000, CDVT=1024, REMARK="IUB_AAL2PATH_RT_2E1"; ADD ATMTRF:TRFX=261, ST=NRTVBR, UT=CELL/S, PCR=8972, SCR=8970, MBS=1000, CDVT=1024, REMARK="IUB_AAL2PATH_NRT_2E1"; Therefore, the configured bandwidth of the IuB user plane of the site is 8970 x 53 x 8/1000 = 3803.28 kbit/s. l



If CARRYT is equal to IMA, find out the number of IMALINKs in the IMA Group according to the configured SRN, SN, and IMAGRPN.



ADD AAL2PATH:ANI=240, PATHID=1, PT=RT, CARRYT=IMA, CARRYF=2, CARRYSN=14, CARRYIMAGRPN=14, CARRYVPI=6, CARRYVCI=35, TXTRFX=143, RXTRFX=143, …; ADD AAL2PATH:ANI=240, PATHID=2, PT=NRT, CARRYT=IMA, CARRYF=2, CARRYSN=14, CARRYIMAGRPN=14, CARRYVPI=6, CARRYVCI=36, TXTRFX=145, RXTRFX=145, …; ADD AAL2PATH:ANI=240, PATHID=3, PT=HSDPA_RT, CARRYT=IMA, CARRYF=2, CARRYSN=14, CARRYIMAGRPN=14, CARRYVPI=6, CARRYVCI=37, TXTRFX=146, RXTRFX=146, …; ADD AAL2PATH:ANI=240, PATHID=4, PT=HSDPA_NRT, CARRYT=IMA, CARRYF=2, CARRYSN=14, CARRYIMAGRPN=14, CARRYVPI=6, CARRYVCI=38, TXTRFX=147, RXTRFX=147, …; ADD IMALNK:SRN=2, SN=14, IMAGRPN=14, IMALNKN=24; ADD IMALNK:SRN=2, SN=14, IMAGRPN=14, IMALNKN=30; ADD IMALNK:SRN=2, SN=14, IMAGRPN=14, IMALNKN=31; ADD IMALNK:SRN=2, SN=14, IMAGRPN=14, IMALNKN=37; Four IMALINKs are configured in the preceding example. So, the configured bandwidth is 1902 x 4 = 7608 kbit/s.
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6.4 Influence of Transmission Problems on KPIs 6.4.1 Influence of Transmission Problems on the Quality of CS Services There are many factors that affect the quality of CS services, such as air interface quality, encryption mode, voice coding mode, handover, and transmission problems. The influence of transmission problems on service quality results from packet loss during transmission. If the end users feel that the voice is instable or not continuous, the transmission problems are as follows: l The transmission is instable, such as micro wave transmission. l The configuration of the user plane is incorrect. Different services require different user plane links to be configured. If the attributes or traffic of links are configured inappropriately, the user sensibility will be affected. l Clock synchronization. l Transmission jitter, mainly the setting of the CDVT value of the AAL2 link. The frame scheduling of the user plane for voice services is 20 ms. Bigger jitter is likely to cause uneven distribution of voice frames.



6.4.2 Influence of Transmission Problems on the User Rate Based on the location experience of transmission problems in WCDMA commercial networks, the main influence of transmission problems on the user rate is as follows: l



Transmission quality problems: For example, instable E1 transmission leads to a high bit error rate, and too many re-transmissions in uplink and downlink lead to a poor user throughput.



l



Inconsistent configuration of transmission attributes between NEs: For example, because the RCR configured of the NodeB is too small, the HSDPA throughput cannot be scheduled normally, or the configuration of the operating mode of the FE interface between the transmission equipment is inconsistent.



l



Limited transmission bandwidth: For example, the limited bandwidth of the Iu interface user plane or IUB interface user plane keeps the throughput low.



6.4.3 I Influence of Transmission Problems on PING Delay Different transmission bearers will affect the PING delay. The comparison between the IMA mode and UNI mode of the IuB interface is a typical example. The IMA reverse multiplexing link uses multiple low-speed physical links to transmit the cells of a high-speed ATM link. During transmission, the cells are distributed to the low-speed physical links according to the cyclical sequence. During receiving, the cells transmitted from the low-speed physical links form a cell stream again. The IMA can overcome the bandwidth limitation of low-speed links and improve the reliability. However, due to the multiplexing and demultiplexing of cells, the IMA mode is poorer in delay than the UNI mode. Usually, the influence of the IMA and UNI modes on delay can be ignored. This influence is not obvious for end users. However, for competitive tests between different vendors, or in the case that the customer has strict requirements for PING delay, the influence of different transmission bearers on PING delay should be made clear.
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6.4.4 Analyzing Transmission Problems of the User Plane This section describes the debugging method of the IuB interface user plane based on the ATM site. There is a self-detection mechanism for the SAAL protocol, but none for the AAL2 PATH. Therefore, the debugging of AAL2 PATHs in commercial networks is both important and difficult. A few debugging methods that the products support are introduced as follows: l



LOP VCL: The LOOPBACK of AAL2 PATH can be initiated by running the LOP VCL command on the RNC side. The RNC sends a loopback cell to the NodeB each time the command is run. If the loopback response from the NodeB is received within five seconds, it is LB_UP. Otherwise, it is LB-DOWN. If LB-DOWN is returned for several consecutive times, the problem is usually about transmission.



l



ACT VCLCC: After activation, the two ends send OAM cells regularly. If one end does not receive any cell within 3.5 seconds, it reports the AIS alarm and sends the RDI alarm to the peer end. This function requires that the NEs of both ends support the CC function.



l



ACT VCLPM: After activation, the two ends will send an OAM cell after sending a certain service of ATM cells to inform the peer end of the number of the sent cells. Thus, the packet loss ratio can be calculated at the two ends. The result can be queried through the DSP VCLPM command.



l



After the ACT VCLCC and ACT VCLPM commands are run, it indicates that the PVC is not connected if the Down status is always displayed.



Currently, all the AAL2 PATHs of the IuB interface support these functions. However, the interconnection with equipment of other vendors may not support these functions, but can use the LOP VCL command for testing.



If the E1 or T1 link is suspected to have quality problems, it can be checked by using the STR/STR E1T1ONLTST command. l



Log in to the corresponding NodeB to be checked, and run the STR E1T1ONLTST command to start the test.



l



Usually, observe the test data for over 30 minutes, view the result of Framing Error Rate, and check whether the E1 or T1 link has quality problems.



l



Run the STP E1T1ONLTST command to end the test.



6.5 Important IPRAN Configurations 6.5.1 RAN Side The important configurations relating to IPRAN on the RAN side are as follows:
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l



Set the attributes of the Ethernet interfaces: The operating modes of the FE and GE interfaces must be consistent. Set the FE interface on the FG2 board to the auto-negotiation mode or the mandatory value 100 M/FULL. Set the GE interface on the GOUa board to the auto-negotiation mode. Set the MTU with the default value of 1500 bytes.



l



Set the mapping between the DSCP and VLAN PRI.



l



Set the mapping between the queue of the IP interface and DSCP value: Note that the IP interfaces consist of the Ethernet interface, PPP link, MP group, and IP logical interface.
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Each IP interface has six service data queues, which have different priorities. Q0 has the highest priority, and Q5 has the lowest one. The priorities of the others decrease sequentially. l



Set the DSCP value of the OAM stream: The data of the OAM stream does not enter Q0–Q5 for transmission. Instead, it enters a dedicated queue for transmission.



l



Set the DSCP value corresponding to the SCTP link and whether to enable the VLAN function.



l



Set the DSCP value corresponding to the IPPATH and whether to enable the VLAN function.



l



Add the mapping between the destination IP address and VLAN ID.



l



Set the mapping between PHB and DSCP.



6.5.2 NodeB Side The important configurations relating to IPRAN on the NodeB side are as follows: l



Set the attributes of Ethernet interfaces: The operating modes of FE interfaces must be consistent.



l



Set the priorities of signaling and OM.



l



Set the configuration relationship between the DSCP value and VLAN.



l



The V210 sets the VLAN based on next hop.



6.5.3 Restraints on Configuration of IP Addresses Currently, the system has the following restraints on configuration of IP transmission. The data needs to be planned according to these restraints during networking. Restraints of network segments on RNC IP addresses:
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l



The IP addresses of the interface, user plane, and control plane cannot be 0. .*.*.*, 127.*.*.*, 255.255.255.255, internal RNC subnet segments, RNC debugging subnet segments (set to network segment 192 by default through SET SUBNET), internal/external network segments of the BAM, and M2000 network segments.



l



The IP addresses of all Ethernet interfaces (ETHIPs) on the RNC interface board cannot be in one network segment.



l



The DEVIPs on one interface board of the RNC cannot be in one network segment.



l



The DEVIPs and ETHIPs of one interface board of the RNC cannot be in one network segment.



l



The DEVIP cannot be identical to existing IP addresses in the RNC (including the IP addresses of the local and peer ends of the PPP link and of the MLPPP group, ETHIPs, IP address of the peer end of the IPPATH, and IP address of the peer end of the SCTP link).



l



The ETHIPs cannot be identical to the existing IP addresses in the RNC (including the IP addresses of the local and peer ends of the PPP link and of the MLPPP group, and DEVIPs)



l



The local IP addresses of the MLPPP group and PPPLNk cannot be identical to the existing local IP addresses in the RNC or the IP addresses of the peer end in the RNC (such as the IP addresses of the PPP interface and ETHIPs, ETH gateways, and logical IP addresses). The IP addresses of the peer end cannot be identical to the local IP addresses in the RNC.



l



Restraints of network segments on NodeB IP addresses:
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l



The IP addresses of the NodeB interface, user plane, control plane, and maintenance plane cannot be 0.*.*.*, 127.*.*.*, 255.255.255.255, and 10.22.1.x (internal IP address of the RAN6.0 NodeB that cannot used externally).



l



One interface can be configured with a maximum of four IP addresses, which can be in one network).



l



The IP addresses of different interfaces cannot be in one network segment.



l



The interface IP address and maintenance IP address can be in one network segment.



l



The IP addresses of peer ends of the MLPPP group and PPPLNK cannot be identical to existing IP addresses on the NodeB. The local IP addresses cannot be identical to interface IP addresses configured on the NodeB.



6.6 Brief Summary This document aims to guide on-site engineers on solving transmission problem during network optimization. Highlighting analysis flow and locate problem, guide engineers to solve problem step by step. Basing on the change of RNC edition, update the interrelated analysis method and parameter in the following work.
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7



Performance Analysis



7.1 Summary A commercial network requires regular performance analysis by using Nastar and observation of QoS and running status, together with a timely early warning of abnormal or potential risks. Based on Huawei's performance analysis practice in multiple commercial UMTS networks and the analysis experiences of the Performance Dept. and the Tool Dept., this document expounds the flows and procedures of performance analysis and quality early warning, together with other related precautions. The performance analysts can easily analyze the running quality and performance of a network simply by querying traffic statistics KPIs. By expounding the general ideas and necessary procedures of performance analysis, the document normalizes network analysis and early warning actions and corrects network monitoring mistakes, to improve the efficiency of performance analysis and quality early warning.



7.2 Necessary Skills Of Performance Analysis The necessary skills of performance analysis include being familiar with signaling flow and basic principles, knowing about traffic statistics PIs of product implementation, and mastering each function of the Nastar tool. The following expounds these skills one by one, but the emphasis is laid on the extent of mastery and the methods of a quick mastery.



7.2.1 Signaling Flow And Basic Principles To sum up, the mastery of signaling flows and basic principles is necessitated by the following: 1) 2)



3)
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Abnormality location and analysis can have a definite object in view. We can quickly search for other related indexes based on flows and basic principles and make an auxiliary analysis. Getting familiar with flows and principles helps associate abnormal PIs with network problems (such as coverage and interference) and roughly determine the nature of problems according to abnormal PIs, to select corresponding special topic functions (coverage and interference) of the Nastar tool for an in-depth analysis. The mastery of signaling flows and basic principles helps analyze CHR. Although CHR is the implementation of product internal modules, a good knowledge of signaling and basic principles helps quickly get involved in CHR analysis.
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Performance analysis requires that engineers should master basic signaling flows, get familiar with protocol stacks of standard interfaces and know about related algorithms for product implementation. For numerous RRM algorithms, engineers need to know about their concepts even if they cannot acquire a good knowledge of them. If the analyzed commercial networks contain some algorithms, engineers need to learn them well.



7.2.2 Familiarization of UTRAN PIs After you have mastered basic signaling flows, you need to know about the statistics of the performance indexes of the current product. Performance analysis is directly based on these PIs provided by the product. In performance analysis, engineers need to keep referrefering to 《RAN Performance Counter Reference》 、 《RAN Feature Description》. We must be familiar with common performance indexes and measurement points. Only in this way can the second query of traffic statistics or auxiliary query of PIs have a definite object.



7.2.3 Use of the Nastar Tool The most essential functions of the Nastar tool are Performance Query and Performance Report. Performance analysts’ mastery of the Nastar tool includes the following three levels: Provide performance analysis results at the level of traffic statistics PIs. Make a special topic analysis of each service flow based on the familiarization of signaling flows and the UTRAN KPI, and find out abnormal observation points in a network.. Analyze the relations between traffic statistics PIs and network problems. Define the nature of such problems. Analyze real network problems by combining the advanced functions of the Nastar. In an in-depth performance analysis, the following functions of the Nastar tool need to be used: 1) 2) 3) 4)



5)



6) 7)



Customization and second query of PI Optimization solution to Intra-frequency adjacent cell P ilot pollution solution. In pilot pollution analysis, no IOS data needs to be imported, but PCHR, PERF/engineering parameters and configuration files should be imported. Coverage analysis solutions. When traffic statistics analysis shows that there is the problem of coverage within a cell, we need to make IOS tracing and import the traced IOS data to Nastar for coverage analysis. This coverage analysis includes common downlink pilot channel coverage analysis, link quality analysis, and overshoot analysis. Interference analysis solutions. Interference analysis helps effectively find out external interference or internal problems of equipment. By means of main-diversity signal strength analysis and according to certain algorithms, we can locate multiple possible causes of radio interference or abnormal signal. Configuration verification CHR analysis means



The advanced functions of the Nastar will not be described further in this document. If you need them, please query the Help of the Nastar tool and master each function through repeated practices.



7.3 Preparations For Performance Analysis Performance monitoring requires that the same emphasis should be laid upon daily report analysis and weekly report analysis. Daily report analysis helps eliminate burst influence, such as base station reset and intermittent transmission failures. Weekly report analysis helps locate network coverage problems and interference problems.For comparative check of whole-network parameters, check of
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whole-network unidirectional adjacent cells, and check of whole-network missing adjacent cells and pilot pollution. These actions are periodically executed. The period can be flexibly set according to the frequency of network parameter modifications or operations. Quality early warning actions may be fully executed once a month or a quarter. Preparations for Performance Analysis contain Knowledge of Network Conditions and preparation of Master Data.



7.3.1 Knowledge of Network Conditions Before making performance analysis, we need to acquire a good knowledge of present network conditions, including early network performance indexes, modification records of network parameters, and operation history of networks. An analysis and comparison of performance indexes should be based on early records of this network. We should not simply make a lateral comparison with other networks or apply baseline indexes mechanically. The baseline indexes defined by Huawei are only for reference or final standard requirements. At present, each network has respective coverage and capacity. Accurate analysis and high-quality early warning must be based on the present conditions of this network. Parameter revision during network optimization requires clear records. The impact of parameter revision on networks can be analyzed by combining revision history and performance indexes of traffic statistics. If traffic is not heavy, the impact of regional parameter revision on KPI may be unapparent, nor can it be easily observed. But when traffic rises suddenly some day, if early parameters are unreasonable, the bad impact of parameter revision on KPI will be clearly seen. A complete record of parameter revision may contribute to network performance analysis. Network operation records include the cutover of NodeB, the upgrade of RNC and NodeB, and transmission expansion. They aim to help a comparative analysis of traffic statistics index and a quick analysis of network performance.



7.3.2 Preparations for Performance Analysis The master data of performance analysis must be accurate, timely and integral. Accuracy means that Nastar engineering parameters must be very accurate and will be updated along with RF adjustment of network. Timeliness means that traffic statistics data of network needs to be uploaded as soon as possible. Data integrity means that no traffic statistics data should be omitted. Otherwise, there may be relatively fewer call attempts and call drop times of a network or a cell, which cannot fully reflect network quality. Specifically speaking, master data includes:



I. Nastar engineering parameters. Multiple analysis functions of the Nastar tool, such as missing adjacent cell analysis, interference analysis, and coverage analysis, are closely related to engineering parameters. The accuracy of engineering parameters determines the credibility of related analysis results of the Nastar tool. II. Traffic statistics data III. Configuration data IV. CHR data. It is not used only for CHR analysis of the Nastar tool. In missing adjacent cell analysis and unidirectional adjacent cell analysis, CHR data is needed. If CHR data is only used for abnormal flow location analysis, we may selectively import CHR data according to the frame number of a cell to be analyzed. V. RTWP data (optional). It is chiefly used for interference analysis. It may be omitted if interference analysis is definitely unnecessary. VI. IOS data (optional). It is used for an in-depth location analysis of many network abnormality problems, such as coverage.
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VII. General schedule of engineering parameters (optional). It is required for geographic analysis. ———————————————————————————————————————— Notes: PCHR data records the information generated during a call. It will be recorded in the call logs of the system if some conditions are satisfied. It may record the signaling flow status before the call drop of a mobile phone, measurement report information reported by a mobile phone before call drop and signal condition when a mobile phone is accessed. In summary, CHR is oriented to all users involved in 3G services and records the context information of a mobile phone in a conversation. It is output when preset conditions are satisfied. IOS sampling tracing is to start measurement oriented to one or more users within a cell according to preset conditions. Sample data can be set. IOS sampling tracing is active data collection initiated by users. It may require that a mobile phone should actively report the measurement reports on the mobile phone side, such as downlink pilot RSCP and EcIo, or require that NodeB and RNC should report special measurement information. In contrast, CHR data traces all the users within a RNC that satisfies tracing conditions. It covers a large scope. IOS traces one or more users within a specific cell. It covers a small scope, but goes deeper. ————————————————————————————————————————



7.3.3 Methods of Performance Analysis For different network problems, there are different methods of performance analysis. Acquire a good knowledge of the running status and problems of existing network, and then select one or more proper analytical methods. The commonly used methods of performance analysis are as follows:



I. TOPN worst cell According to traffic statistics indexes such as call drop rate, connection success rate, and soft handover failure rate, get the busy-hour average or all-day average as required, find out the worst N cells, and make them as the emphasis of fault analysis and optimization. Or you may determine the priority order of optimization based on this.



II. Time trend figure Trend figure of traffic statistics index is a commonly used method of traffic analysis. Analysis engineers may draw the change trend figure of one or more indexes of the whole network, Cluster or a single cell by hour, day or week and find the change law of traffic statistics indexes.



III. Region location The change of network performance index always takes place in some regions. Traffic increase, traffic model change, radio environment change, base station faults or uplink/downlink interference leads to the index variation of these regions. The index variation affects performance indexes of the whole network. We may compare the network performance indexes before and after the variation, mark the base station or sector with the greatest network performance variation on an electronic map, and make a detailed analysis of problematic regions.



IV. Contrast A traffic statistics index is always affected by multiple factors. Some factors change while others may not. We may properly select comparison objects, confirm the existence of problems and analyze



2009-05-06



Huawei Confidential



Page 74 of 83



W-KPI Monitoring and Improvement Guide



For Internal Use only



the causes. When observing indexes, we should not focus on only their absolute values, but on their relative values.



7.4 Method of Alarm Data Analysis Performance analysis is made by using the Nastar tool while alarm analysis is made by using the Omstar. In the course of performance analysis, whether at the RNC level or at the cell level, it is recommended to analyze alarm data first and confirm whether any related equipment alarm affects PI. If equipment and transmission are both normal, an in-depth analysis of specific PIs may greatly improve efficiency. Alarm analysis methods must be used together with KPI analysis. An independent analysis is meaningless, nor can it solve network quality problems effectively. Generally speaking, the KPIs in our daily concern are traffic, access performance, RAB establishment success rate, handover, and call drop. What alarms can these KPIs be related to? We have simply classified service-related alarms as follows: l



Performance of traffic: transmission congestion alarm, broken link alarm, and CE resource congestion (DSP abnormality alarm)



l



RRC access performance: related to congestion alarm, such as CN congestion, CPU congestion, base station baseband congestion, and IUB interface transmission congestion



l



RAB establishment success rate: related to transmission congestion and RF coverage



l



Handover performance: related to clock or resource congestion



l



Call drop rate: Call drop caused by RF and by unavailability of a cell or a base station



In alarm analysis,we can found that multi-alarms may affect the quality of network,and same others are incidental alarm.The only way to locat the root cause is to distinguish primaryalarm and incidental alarm.



7.5 Quick Analysis of Some PIs 7.5.1 Quick Analysis of Some PIs According to the values of indexes, we can quickly analyze network performance based on the following PIs: l l l



Capacity PIs, such as downlink capacity, uplink capacity, effective utilization of codes, and bandwidth utilization Transmission index, such as aal2path Cell unavailability duration VS.Cell.UnavailTime.OM



Before using the Nastar tool for an in-depth analysis, we may export the above-mentioned commonly seen PIs and judge whether there is any problem with network. This analysis method may greatly improve efficiency, but is not systematic enough.



2009-05-06



Huawei Confidential



Page 75 of 83



W-KPI Monitoring and Improvement Guide



For Internal Use only



7.5.2 Commonly Seen PIs and Corresponding Analysis Idea I. Among the causes of call drop, if VS.RAB.Loss.CS.RF.RLCRst, VS.RAB.Loss.CS.RF.ULSync, VS.RAB.Loss.CS.RF.DLSync, and VS.RAB.Loss.CS.RF.UuNoReply take a large proportion, we should first analyze RF problems. II. Judge whether overload leads to abnormal release. If VS.RAB.RelReqCS.RABPreempt leads to call drop for many times, it can be confirmed that the cell load has reached the admission threshold. If congestion makes many users released, it can be confirmed that the load of this cell has reached the congestion threshold. We may also make an analysis by associating call drop times with the downlink load of a cell. If the downlink load of a cell is high within the period with much call drop (by viewing the indexes VS.MeanTCP, VS.MinTCP, and VS.MaxTCP, or starting the downlink transmit power measurement of this cell), start load problem analysis. III. If call drop rate of the whole network suddenly becomes relatively high, generally the following factors may lead to this and we need to make the following check: l



Iu interface transmission analysis: analyze alarms to see whether there is any problem with the transmission for the Iu CS interface and the Iu PS interface.



l



RNC equipment analysis: analyze alarms to see whether RNC boards reset and whether there is any equipment fault.



l



whole-network traffic analysis: Find out whether sudden increase in registered users and traffic leads to the increase in call drop rate and check whether the system is upgraded or patched.



7.6 procedures of Performance Analysis The performance analysis flow is not completely a one-way process. From the perspective of time, performance analysis is also a day-after-day process of gradual analysis, repeated optimization and continuous observation. After a problem is analyzed, possibly there is need to adjust parameters, increase transmission and solve equipment problems. Upon finishing network optimization and network maintenance, continue observing network indexes, contrastively adjust traffic statistics performance, and confirm the effects after the change.
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7.6.1 Overall analysis of network KPI Step 1 of performance analysis and quality early warning is to make an overall analysis of network KPIs. The KPIs include, but are not limited to traffic, call completion rate, handover success rate, and call drop rate, shown as follows. For those which contain specific services, such as HSDPA and CMB, or specific algorithms, we also need to observe the integral indexes of corresponding KPIs. Analyze the KPI of daily report or weekly report as required. From WCDMA Performance Monitoring Report output by the Nastar tool, we can also obtain a visual overall analysis. The judgment of whether the KPI is abnormal must be based on the comparison with early history. We may observe the extent of relative change instead of the absolute value of the KPI. When there is no apparent change in the KPI, there are two processing modes: End the current performance analysis and analyze TOPN cell. When there are a large number of network cells, the performance deterioration of very few base stations may not apparently affect the overall network KPI. These abnormal cells can be found out by contrasting TOPN analysis. When the relative value of the KPI is not apparently changed but its absolute value always cannot reach standards and no analysis conclusion has been drawn, we need to analyze specific causes according to traffic statistics data and conduct quality early warning.



7.6.2 Analysis of RNC Equipment Problem
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l



RNC equipment problem contain following status：



l



RNC equipment problem and IUR interface transmission problem may affect the whole-network KPI.



l



IU interface transmission problem and core network problem will affect the whole-network KPI directly.



l



If the performance indexes of network cells are universally deteriorated, basic causes are related to the RNC board reset and restricted IU interface transmission. Equipment problems and intermittent transmission failure can be checked by the Omstar tool. Transmission bandwidth restricted can be checked by observing transmission-related PIs from traffic statistics.



l



Another case of affecting the overall KPI of RNC: RNC-level parameter change. If the whole-network KPI becomes apparently abnormal, we need to make sure whether any RNC-level parameter change has been made recently and carefully check the impact of this parameter on the network.
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7.6.3 KPI analysis of TOPN cell The number of TOPN cells can be increased according to the network scale. The number of the Nastar tools is 10 by default. If there are too few TOPN cells, some cells with abnormal performance may be ignored. The WCDMA Performance Monitoring Report output by the Nastar tool lists the TOPN with normal KPIs. According to this report, we may pick out important cells from TOPN cells and make an in-depth analysis. A comparison of the indexes of TOPN cells with those of history TOPN cells helps judge whether cell performance indexes are normal. It is recommended to use the above-mentioned trend analysis figure for comparison. Make sure whether TOPN cell Id changes and what the amplitude of change in TOPN cell KPI is. This is simple but visual. TOPN cell problems must be analyzed together with cell traffic. For example, a pure observation of the call drop rate of a cell is meaningless. If a cell has one call drop, but there is only one call attempt, the call drop rate is 100%.



7.6.4 Cell equipment analysis Cell equipment analysis means analyzing the equipment of TOPN cells of last step. Likewise, subsequent load problem analysis and interference problem analysis are oriented to TOPN cells. The equipment that affects cell performance KPI includes the antenna feeder equipment and the uplink/downlink processing board of a base station. Generally, related equipment alarms can be observed either on the NodeB side or on the RNC side. The transmission restricted and intermittent transmission failure of a base station will affect related cell indexes. Intermittent transmission failure is observed by using the Omstar tool. We make an auxiliary analysis by using the cell unavailability PI (VS.Cell.UnavailTime.OM) provided by the Nastar tool.



7.6.5 Analysis of cell load problems The indexes directly related to cell load include average uplink/downlink occupied CE of a cell (VS.LC.ULCreditUsed.CELL/2, VS.LC.DLCreditUsed.CELL) and the maximum uplink/downlink occupied CE (VS.LC.ULCreditUsed.CELL.Max/2, VS.LC.DLCreditUsed.CELL.Max). When the maximum uplink/downlink occupied CE approaches 128 or the average occupied CE is around 60, expansion should be considered. Causes for cell load problems include: change of traffic model; the main coverage service of this cell is designed to be VP64, but actually there are a large number of 384k services. During holidays, relatively concentrated population leads to the increase in traffic. High load may cause CE congestion, power congestion, code congestion, and transmission congestion. We should make an analysis by observing corresponding PI.
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In load problem analysis, when much power congestion occurs, actual load is not necessarily very high. In this case, we need to analyze admission strategy and judge whether admission parameters are properly set.



7.6.6 Analysis of cell interference problems Causes of interference: UE self-correlation interference. If there are many UEs in a conversation within a cell, interference will increase. Interference is also caused by external interference source and by pilot pollution. Whether there is any uplink interference within a cell can be judged by observing the RTWP indexes in traffic statistics, that is, the average RTWP of a cell and the maximum RTWP of a cell. If the average RTWP of a cell is as high as -95 dBm or higher, it is possible that there is uplink interference. Observe the maximum RTWP. If RTWP peak, such as -70 dBm, is often seen, the cause may be the power of access process or handover process. An in-depth interference analysis requires that the interference analysis function of the Nastar should be started. If a cell has severe interference, we need to trace its RTWP data. Import the RTWP data, configuration data and engineering parameter to the Nastar tool, and start the interference analysis function. In this way, we can effectively find external interference or internal equipment problems. This function locates multiple possible causes of radio interference or abnormal signals by analyzing main-diversity signal strength and according to certain algorithm categorization.



7.6.7 Analysis of cell coverage problems Coverage problems include poor coverage, excessive coverage, pilot pollution, and missing configuration of adjacent cells. l



Poor coverage leads to poor performance of an air interface. In traffic statistics, a large number of PIs, such as RF.RLCRst, RF.ULSync and UuNoReply, are related to poor coverage.



l



For an in-depth analysis of poor coverage and excessive coverage, we need to provide the IOS data of the analyzed cell and enable the coverage analysis function of the Nastar to make a statistical analysis of the coverage strength of the pilot and the link quality of service.



l



Pilot pollution analysis does not need any IOS data. The pilot pollution analysis function of the Nastar tool needs CHR data, engineering parameter, configuration data, and traffic statistics data. The principles of pilot pollution analysis are to make statistics according to 1C measurement reports and signal quality of active set and monitoring set when 1C reports are reported, together with the number of branches of cell power splitting output in engineering configuration parameters.



l



The intra-frequency adjacent cell check of the Nastar tool can be fully used to find those adjacent cells that miss configuration. In using this function, we need to turn on the detection set reporting switch. The principles of this function are to judge whether any adjacent cell misses configuration by making statistics of detection set reports and cell signal strength reported.
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If the KPI deterioration of a cell is not closely related to equipment, load, interference or coverage, we need to check cell parameters carefully. We need to make sure whether the history of network operations contains any parameter adjustment related to this cell, including adjustment of adjacent cell relationship and RF parameter adjustment. If cell parameter adjustment has been made recently, we need to make a careful analysis. Meanwhile, the impact of early parameter adjustment on the recent KPI should not be eliminated. We also need to check whether there is a big increase in the traffic of this cell. If traffic increases sharply, the unreasonableness of cell parameters will be easily found. The configuration verification function of the Nastar tool can help quickly check the parameter changes of the same version made on a different day. Analysis of CHR process and terminal performance problems The prerequisite to network planning performance analysis is stable product performance and normal equipment. But the bug of actual networks and products always exists. We need to define whether the problem lies in product implementation through performance analysis. In cell performance analysis, sometimes abnormal access or call drop still occurs even if there is no high load, a cell has normal signal coverage and there is correct parameter configuration. In this case, we need to enable the CHR analysis function of the Nastar tool and use signaling process to make an analysis. The dot information of CHR involves the implementation of a product internal module. CHR analysis does not aim to accurately locate a problem, but to determine the scope of the problem and failure location of abnormal processes. Then, feedback the result to product R&D personnel to provide auxiliary information about the location by the R&D personnel. Besides RAN equipment problem, terminal problems cannot be excluded in performance analysis. Many of them have been found in an actual network. Sometimes, a terminal transmits at a fixed power and the conditions that a terminal satisfies measurement reports fail to be reported in time. For the sake of query, terminal problems found in existing network can be classified and included in a list. RAN equipment problems and terminal problems seldom appear, therefore they are put at the end of performance analysis. In analyzing abnormal PIs, after excluding multiple possible causes, we should dare to doubt equipment problems and give reasonable evidence based on CHR.



7.7 Brief Summary Performance analysis and quality early warning is the pivotal moment for discover problem exactly and timely,It is also the foundation of in-depth analysis and qualification of constituting latter scheme.The chapter introduce the procedures and methods of performance Analysis,aim to



provide reference for



analysis operations and improve the efficiency of UMTS network performance anal.
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Conclusion



As the mobile communication technology develops, the limits between related technologies become obscure. The functions of the base station controller (BSC) and the base station overlap, and (radio) network planning and optimization integrates with radio product functions. There is a common object, that is, to improve the market adaptability and networking capability of radio products and the quality of radio networks.



The radio system features the mobility of users and cellular networking structure. The network planning and optimization engineers need to have a deep understanding of the complexity and association of macro radio cellular networking, and to show insight to customers' requirements and the potential changes in radio networks. In addition to paying attention to the principles and means of radio network optimization, the network planning and optimization engineers need to understand debugging of radio equipment and core network, and summarize experience and acquire more theoretical knowledge through actual network optimization practices and by studying cases at http://support.huawei.com to become excellent engineers. The W-LPI Monitoring and Optimization Guide summarizes the overall idea and necessary procedure of common KPI analysis in optimization of radio networks. Due to the current conditions, some descriptions in this Guide are not perfect, requiring studies and accumulations in subsequent practices. Pay attention to the following in revising later versions: l



Update relevant analysis methods and indexes according to the change in RAN versions.



l



Add the latest optimization technologies and methods according to the latest practice.



l



Because PCHR is available since 2008, add relevant cases in light of the PCHR applications in revising the later versions of this Guide.



Feed back the comments on revision of this Guide at http://gcrms.huawei.com.
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